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Preface 

The act of taking the proceeds of criminal activities and passing them off as legitimate is known as money 

laundering. It is a severe threat to the financial system that affects every nation in the world. If left unchecked, 

it might destroy the nation's infrastructure, payment methods, financial market, and sovereignty altogether. 

These days in the global economy, money laundering (ML) and terrorist financing (TF) have become major 

financial crimes. It significantly affects a nation's social, political, cultural, economic, and other developments. 

Both ML and TF have the potential to undermine specific financial institutions and endanger the nation's 

overall financial development. Promoting a robust, stable, and sound financial sector thus requires preventing 

money laundering and fighting the funding of terrorism. 

To prevent ML and combat TF issues in a strong hand, the Government of Bangladesh has enacted “Money 

Laundering Prevention Act, 2009” (amended in 2015) and “Anti-Terrorism (Amendment) Act, 2009” (amended 

in 2013). In addition to that Money Laundering Prevention Rules, 2019 and Anti-Terrorism Rules, 2013 was 

also enacted by the concerned ministry. Besides, Bangladesh Financial Intelligence Unit (BFIU) has declared 

Money Laundering and Terrorist Financing Risk as one of the core risks of the financial institutions. In this 

regard, BFIU has also issued a latest guidance (Circular – 28 dated 30 May 2023) “Instructions to be followed 

by the Financial Institutions for prevention of money laundering, terrorist financing and proliferation 

financing”. In this context, DBH Finance PLC. (hereinafter referred as “DBH”) has formulated its own policy 

“Policy & Guidelines on AML and CFT” (hereinafter referred as AML/CFT Guidelines) with the approval of its 

Board of Directors. 

The basic understanding of compliance is the following of internal guidelines in addition to norms (laws, 

regulations, and industry standards). The corporation and its personnel may face penalties from both civil and 

criminal courts for noncompliance, which may also cause harm to their reputation. On the other hand, a strong 

compliance program can shield businesses against costly procedures, excessive liability lawsuits, and 

reputational harm. Additionally, it can raise an organization's efficiency, which benefits the business over time. 

A good compliance- 

1. reduces organizational and individual risk; 

2. enables less hesitance and increases confidence; 

3. helps better data management for better decisions; 

4. increases level of efficiencies and economies of scale; 

5. helps to providing level playing field; 

6. helps realizing the company’s mission; 

7. enhances relationships with regulators and other stakeholders; 

8. reminds us that transparency is good business; 

9. helps attract and retain talents and ensure employee’s engagement; etc. 

To ensure proper compliance of the Guidelines, DBH has established a Central Compliance Unit (CCU) headed 

by a senior official, whose seniority, as per requirement of Bangladesh Financial Intelligence Unit (BFIU), is not 

lower than three tiers from the Managing Director. Besides, DBH has designated one senior level officer as 
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Deputy Chief Anti Money Laundering Compliance Officer (DCAMLCO) and Branch Anti-Money Laundering 

Compliance Officer (BAMLCO) in the branch level. The CAMLCO is the Head of CCU and has vast working 

experience. 

The concerned employees, management and, where necessary, the Board of Directors of DBH will ensure the 

following compliance requirements of the above enactments: 

1. report to BFIU proactively and immediately on the facts of suspicious, unusual or doubtful, cash 

transactions (STR/SAR/CTR) likely to be related to ML/TF; 

2. maintain confidentiality while sharing customer’s account related information; 

3. not to disclose STR/SAR/CTR related facts or other related information to anybody which are being 

reported to BFIU; 

4. not to open or maintain any numbered or anonymous account; 

5. ensure know your customer (KYC) and know your employee (KYE) while opening customer’s account and 

appointment of employee, as the case may be; 

6. apply enhanced due diligence while opening accounts of PEPs/IPs etc.; 

7. customer due diligence should be exercised to the customer at the time of identification, acceptance, 

transaction, monitoring and reporting of STR/SAR/CTR; 

8. self-assessment of the effectiveness of the AML/CFT program should be carried on half yearly basis by the 

BAMLCO and the results of the same to be communicated to the ICC and CCU; 

9. the ICC shall carry out independent testing procedure (ITP) to check the adequacy of AML/CFT policies 

and conduct audit in case of major non-compliance, if any, and report to CCU for taking necessary action; 

10. preserve, at least for 5(five) years, all necessary records on transactions, to comply with information 

requests from the competent authorities like BFIU and other legal authorities and 

11. shall be fully complied with BFIU Circular # 28, dated: May 30, 2023 issued and to be issued by BFIU and 

other prevailing and or future laws and regulations relating to AML/CFT. 

Each employee of DBH shall have to understand and comply with the AML/CFT Guidelines and a declaration 

to that effect must be obtained from them that they understand and are fully aware of the Prevention of 

Money Laundering and Combating Terrorist Financing. 

In case of any conflict between this AML/CFT policy and the Money Laundering Prevention Act, 2012 and Anti-

Terrorism Act, 2009, the Original Act, Regulations; and Circulars, Directive etc. of BFIU shall prevail. 
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Part-A: Prevention of Money Laundering 

Chapter 1: Introduction 
Money laundering is the generic term used to describe the process by which criminals try to disguise the 

original ownership and control of the proceeds of criminal conduct by making them appear legal. The 

processes by which criminally derived property may be laundered are extensive. Though criminal money may 

be successfully laundered without the assistance of the financial sector, the reality is that hundreds of billions 

of dollars of criminally derived money is laundered through financial institutions, every year. The nature of the 

services and products offered by the financial services industry carries the inherent risk of being abused by 

money launderers. 

The act of laundering is committed in circumstances where a person is engaged in an arrangement of providing 

a service or product and that arrangement involves the proceeds of crime. These arrangements include a wide 

variety of business relationships e.g. banking, fiduciary and investment management. 

The requisite degree of knowledge or suspicion will depend upon the specific offence but will usually be 

present where the person providing the arrangement, service or product; knows, suspects or has reasonable 

grounds to suspect that the property involved in the arrangement represents the proceeds of crime. In some 

cases, the offence may also be committed where a person knows or suspects that the person with whom he 

or she is dealing is engaged in or has benefited from criminal conduct. 

It happens in almost every country in the world, and a single scheme typically involves transferring money 

through several countries in order to obscure its origins and the rise of global financial markets makes money 

laundering easier than ever, making it possible to anonymously deposit "dirty" money in one country and then 

have it transferred to any other country for use. 

Money laundering has a major impact on a country’s economy as a whole, impeding the social, economic, 

political, and cultural development of societies worldwide. Both money laundering and terrorist financing can 

weaken individual financial institution, and they are also a threat to a country’s overall financial sector 

reputation. Prevention of money laundering is, therefore, the key element in promoting a strong, sound and 

stable financial sector. 

The process of money laundering and terrorist financing (ML/TF) is very cumbersome. The money launderers 

always try to invent more and more complicated and sophisticated procedures by using newer technology for 

money laundering. To address these challenges, the global community has taken various initiatives against 

ML/TF. 

1.1 Defining money laundering  

International perspective 

Money laundering can be defined in a number of ways. Most countries subscribe to the definition adopted by 

the United Nations Convention Against Illicit Traffic in Narcotic Drugs and Psychotropic Substances (1988) 
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(Vienna Convention) and the United Nations Convention Against Transnational Organized Crime (2000) 

(Palermo Convention) as follows: 

I. The conversion or transfer of property, knowing that such property is derived from any offense or 

offenses or from an act of participation in such offense or offenses, for the purpose of concealing 

or disguising the illicit origin of the property or of assisting any person who is involved in the 

commission of such an offense or offenses to evade the legal consequences of his actions; 

II. The concealment or disguise of the true nature, source, location, disposition, movement, rights 

with respect to, or ownership of property, knowing that such property is derived from an offense 

or offenses or from an act of participation in such an offense or offenses, and; 

III. The acquisition, possession or use of property, knowing at the time of receipt that such property 

was derived from an offense or offenses or from an act of participation in such offense or offenses. 

FATF definition 

The Financial Action Task Force (FATF), the recognized international body for setting standard for anti-money 

laundering efforts, defines money laundering as the processing of criminal proceeds to disguise their illegal 

origin in order to legitimize the ill-gotten gains of crime. 

National legal framework 

Section 2 (v) of the Money Laundering Prevention Act, 2012 defined ML as follows: 

i. knowingly moving, converting, or transferring proceeds of crime or property involved in an offence for 

the following purposes: - 

a. concealing or disguising the illicit nature, source, location, ownership or control of the 

proceeds of crime; or 

b. assisting any person involved in the commission of the predicate offence to evade the legal 

consequences of such offence; 

ii. smuggling money or property earned through legal or illegal means to a foreign country; 

iii. knowingly transferring or remitting the proceeds of crime to a foreign country or remitting or bringing 

them into Bangladesh from a foreign country with the intention of hiding or disguising its illegal source; 

or 

iv. concluding or attempting to conclude financial transactions in such a manner so as to reporting 

requirement under this Act may be avoided; 

v. converting or moving or transferring property with the intention to instigate or assist for committing 

a predicate offence; 

vi. acquiring, possessing or using any property, knowing that such property is the proceeds of a predicate 

offence; 

vii. performing such activities so as to the illegal source of the proceeds of crime may be concealed or 

disguised; 

viii. participating in, associating with, conspiring, attempting, abetting, instigate or counsel to commit any 

offences mentioned above. 
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 1.2 Purpose of money laundering 

The purpose of money laundering is to cease the connections between the money and the crime from which 

ill money has been generated. In other words, money laundering disguises or conceals the illicit origin of 

money generated through criminal activities. 

Launderers engaged themselves in money laundering for 4(four) main reasons: 

i. to organize and run criminal activity using financial channel to get financial benefit; 

ii. to conceal or disguise the source of their wealth to avoid prosecution; 

iii. to cover ill-gotten gains from suspicion and protect them from seizure; and 

iv. to conceal their existence or alternatively, give them a legitimate look. 

1.3 Stages of money laundering 

The money laundering cycle includes three distinct stages as follows: 

1.3.1 The placement stage 

The placement stage represents the initial entry of the "dirty cash” or proceeds of crime into the financial 

system. Generally, this stage serves two purposes: (a) it relieves the criminal of holding and guarding large 

amounts of bulky of cash; and (b) it places the money into the legitimate financial system. It is during the 

placement stage that money launderers are the most vulnerable for being caught. This is due to the fact that 

placing large amounts of money (cash) into the legitimate financial system may raise suspicions amongst 

officials. 

The placement of the proceeds of crime can be done in a number of ways. Some common methods include: 

i. Loan repayment: Repayment of loans or credit cards with illegal proceeds; 

ii. Currency smuggling: The physical movement of illegal currency or monetary instruments over the 

border; 

iii. Currency exchanges: Purchasing foreign money with illegal funds through foreign currency 

exchanges; 

iv. Blending funds: Using legitimate cash from legal business to mix dirty funds with the day's 

legitimate sales receipts; 

v. Gambling: Purchase of gambling chips or placing bets on sporting events; etc. 

1.3.2 The layering stage 

After placement comes the layering stage (sometimes called as structuring). The layering stage is the most 

complex and often entails the international movement of the funds. The primary purpose of this stage is to 

separate the illicit money from its source. This is done by the sophisticated layering of financial transactions 

that obscure the audit trail and break the link with the original crime. 

During this stage, for example, the money launderers may begin by moving funds electronically from one 

country to another, then divide them into investments placed in advanced financial options or overseas 
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markets; constantly moving them to elude detection; each time, exploiting loopholes or discrepancies in 

legislation and taking advantage of delays in judicial or police cooperation. 

1.3.3 The integration stage 

The final stage of the money laundering process is termed as the integration stage. In this stage the ill-gotten 

money has been reverted from the criminal sources to be legitimate sources. Having been placed initially as 

cash and layered through a number of financial transactions, the criminal proceeds are now fully integrated 

into the financial system and can be used for any purpose. 

There are many different ways in which the laundered money can be integrated back with the criminal; 

however, the major objective at this stage is to reunite the money with the criminal in a manner that does not 

draw attention and appears to result from a legitimate source. For example, the purchases of property, art 

work, jewelry, or high-end automobiles are common ways for the launderer to enjoy their illegal profits 

without drawing attention to legal authorities. 

1.4 Money laundering predicate offenses 

Money laundering predicate offense is the underlying criminal activity that generated proceeds and when 

laundered, results in the offense of money laundering. This includes: 

a) corruption and bribery; 

b) counterfeiting currency; 

c) counterfeiting deeds and documents; 

d) extortion; 

e) fraud; 

f) forgery; 

g) illegal trade of firearms; 

h) illegal trade in narcotic drugs, psychotropic substances and substances causing intoxication; 

i) illegal trade in stolen and other goods; 

j) kidnapping, illegal restraint and hostage taking; 

k) murder, grievous physical injury; 

l) trafficking of woman and children; 

m) black marketing; 

n) smuggling of domestic and foreign currency; 

o) theft or robbery or dacoity or piracy or hijacking of aircraft; 

p) মানব পাচার বা ক ান ব্যাক্তি ক  ববদেক্তি   ম মসংস্থাদনর ক্তমথ্যা আশ্বাস প্রোন  ক্তরয়া ক ান অর্ ম বা মূল্যবান দ্রব্য গ্রহণ  রা বা  ক্তরবার কচষ্টা 

q) dowry; 

r) smuggling and offences related to customs and excise duties; 

s) tax related offences; 

t) infringement of intellectual property rights; 

u) terrorism or financing in terrorist activity; 

v) adulteration or the manufacture of goods through infringement of title; 

w) offences relating to the environment; 
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x) sexual exploitation; 

y) insider trading and market manipulation using price sensitive information relating to the capital 

market in share transactions before it is published for general information to take advantage of the 

market and attempting to manipulate the market for personal or institutional gain; 

z) organized crime, and participation in organized criminal groups; 

aa) racketeering; and 

bb) any other offence declared as predicate offence by Bangladesh Financial Intelligence Unit (BFIU) with 

the approval of the Government, by notification in the Official Gazette, for the purpose of this Act. 

1.5 Reporting organizations: 

i. Banks; 

ii. financial Institutions; 

iii. insurer; 

iv. money changer; 

v. any company or institution which remits or transfers money or money value; 

vi. any other Institution carrying out its business with the approval of Bangladesh Financial Intelligence 

Unit (BFIU); 

vii. a.  stock dealer and stock broker; 

b. portfolio manager and merchant banker; 

c. securities custodian; 

d. asset Manager; 

viii. a.  non-profit organization; 

b.  non-government organization; 

c.  cooperative society; 

ix. real estate developer; 

x. dealer in precious metals or stones; 

xi. trust and company service provider; 

xii. lawyer, notary, other legal professional and accountant; and 

xiii. any other institution which BFIU may, from time to time, notify with the approval of the Government. 

1.6 Scope and objective of the guidelines 

This policy is applicable for all sorts of transactions, products, operations and other relevant activities of DBH 

including branch/es. The Company would ensure compliance with this AML/CFT Guidelines or as prescribed 

by law and/or the Bangladesh Financial Intelligence Unit (BFIU) circulars, directives etc. issued from time to 

time whichever more exhaustive. 

  

The objective of this policy is to ensure that DBH has designed and implemented processes and procedures 

that are consistent with regulatory guidelines and the goals and purposes of the AML/CFT Act. 

The overall framework for AML/CFT regime designed in DBH so that the business units and other concerned 

will take responsibility for: 

i. verifying true identity of customers prior to provide any service; 
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ii. reporting all STR/SAR/CTR to Bangladesh Financial Intelligence Unit (BFIU); 

iii. keeping appropriate records at least for 5(five) years as determined by BFIU; 

iv. providing, from time to time, information as required by BFIU and other regulatory authorities; and 

v. developing, implementing and complying with all AML/CFT related legal requirements. 

1.7 How to combat money laundering 

Money laundering potentially devastates the economy, social security and safety. ML is a process of making 

crime worthwhile. It provides fuel for drug dealers, smugglers, terrorists, illegal arms dealers, corrupt public 

officials, and others to operate and expand their criminal initiatives. ML diminishes government tax revenue 

and therefore, indirectly harms honest taxpayers. It also makes government tax collection more difficult. In 

order to preventing ML, DBH should always pay particular attention to the fundamental principle of good 

business practice i.e. Customer Due Diligence (CDD), Enhanced Due Diligence (EDD), Know Your Customer 

(KYC) and Know Your Employee (KYE). Having a sound knowledge of a customer’s business or occupation and 

pattern of financial transactions and commitments-are the best methods by which DBH and its officials will try 

to recognize and protect ML/TF. 
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Chapter 2: Vulnerabilities of DBH 

 

Money launderer may use different financial products like lease, loans, and deposit schemes etc. to launder 

their ill-gotten money. Possible ways of laundering mechanism of ill money through use of DBH’s products or 

services are discussed as under: 

Vulnerabilities of products and services 

a) Housing/term loan finance 

Money launderers can use this instrument for placement and layering of their ill- gotten money. Borrower can 

take lease/term loan finance from DBH and repay the loan from money earned through illegal sources, and 

thus bring illegal money enter into the formal financial system in absence of proper measures. The borrower 

can also repay the loan amount even before maturity period. In case of home loan, the asset purchased using 

DBH’s finance can be sold immediately after repayment of the loan using dirty money and sold proceeds can 

be shown as legal. 

b) Personal loan/car loan 

A person can take personal loan from DBH and repay it by illegally earned money; thus s/he can launder money 

and bring it in the formal channel. Similarly, after taking personal loan or car loan, money launderers can repay 

those with their illegally earned money, and later by selling that asset, they can show the proceeds as legal 

money. 

c) Deposit schemes 

DBH collects deposit from customers for different maturity period but for not less than 3(three) month’s 

tenure. Customers may take premature encashment of their deposit money with due approval from the 

competent authority. Moreover, Loan against Deposit (LAD) can be taken by the money launderer to show the 

money as a legitimate one. Thus, deposit product may be used as lucrative vehicle to place ill-gotten money 

in the financial system in absence of strong surveillance. 
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Chapter 3: Mitigation process - ML/TF risk assessment 

3.1 Introducing risk base approach 

The risk-based approach is an essential component of the effective implementation of the FATF 

Recommendations. Government, competent authorities, financial institutions, designated non-financial 

business and professions (DNFBPs) and other reporting entities are sole responsible to understand, identify, 

assess, and take effective action to mitigate ML/TF risks. 

 

An integrated risk-based system depends mainly on a proper assessment of the relevant risk sectors, products, 

services, and customers and on the implementation of appropriate risk-focused due diligence and record-

keeping. These in turn become the foundation for monitoring and compliance mechanisms that allow rigorous 

screening of high-risk areas and accounts. Without sufficient due diligence and risk profiling of a customer, 

adequate monitoring for suspicious activity would be impossible. In pursuance of the Wolfsburg Group 

guidelines, a risk-based monitoring system of DBH should: 

i. compares the customer’s account/transaction history to the customer’s specific profile information 

and a relevant peer group, and/or examine the customer’s account/transaction history against 

established ML criteria/scenarios, in order to identify patterns of suspicious activity or anomalies; 

ii. establish a process to compare customer or transaction-specific data against risk-scoring models; 

iii. be capable of recognizing patterns and of “learning” which transactions are normal for a customer, 

rather than designating certain transactions as unusual (for example, not all large transaction is 

unusual and may easily be explained); issue alerts if unusual transactions are identified; 

iv. track alerts in order to ensure they are appropriately managed within the institution and that 

suspicious activity is reported to the authorities as required; and 

v. maintains an audit trail for inspection by the institution's audit function and by financial institutions 

supervisors. 
 

These will help in design and implementation of this approach for mitigating ML/TF risks. 

3.2 Assessing risks 

DBH should be required to take appropriate steps to identify and assess ML/TF risk arisen from or through 

customers, products or services and transactions or delivery channels and geographical presence. DBH should 

document assessment result in order to be able to demonstrate their basis, keep assessment result up-to-date 

and provide assessment result to the competent authority. 

3.3 Risk management and mitigation 

Risk management is a systematic process of recognizing risk and developing both minimize and manage the 

risk. To mitigate the vulnerabilities of ML/TF risks, DBH should require to establish policies, controls and 

procedures that enable to manage and mitigate the risks that have been identified in assessment process. DBH 

also requires to monitor the implementation of those controls and to enforce more stringent policy, if 

necessary. The mitigation policies, controls and procedures must be approved by senior management. 
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3.4 Risk Management framework 

A risk management framework consists of establishing the internal and external context within which the 

designated service is to be provided, risk identification, risk assessment or evaluation and risk treatment-

mitigating, managing, control, monitoring and periodic reviews. A risk management framework is briefly stated 

in a tabular form as follows: 

Stage-1: Risk identification 

Identification of main ML/TF risks 

Customer 
Product 
Sector 
Delivery Method 
Country/Jurisdiction 

Identification of regulatory risks 

Failure to report STR/SAR/CTR 
Inappropriate customer verification 
Inappropriate record keeping 
Lack of AML/CFT program 

Stage-2: Risk assessment 

Measure the size and importance of the risk 

Likelihood-Chance of the risk happening 

Impact-The amount of loss or damage on risk 

Likelihood X Impact-Level of risk (risk score) 

Stage-3: Risk treatment 

Manage business risk 
Minimize and manage risks 

Apply strategies, policies and procedures 

Manage regulatory risk 
Put in place system and controls 

Carry out risk plan and AML/CFT program 

Stage-4: Risk monitoring and review 

 

 
Monitor and review risk plan 

Develop and carry out monitoring process 

Keep necessary records 

Review risk plan and AML/CFT program 

Execution internal audit or assessment 

Preparation AML/CFT compliance report 

Recently Bangladesh Financial Intelligence Unit (BFIU) issued a Circular Letter No. 04: dated July 30, 2015 on 

Money Laundering and Terrorist Financing Risk Assessment Guidelines for Financial Institutions.  

DBH on the basis of the above Guidelines assessed its risks with due approval from the Managing Director. The 

assessed score as per risk scoring matrix is attached at “Annexure-A” in this guideline as per Circular Letter#04, 

dated July 30, 2015 of BFIU. The risk score shall be reviewed after regular intervals depending on the changed 

business scenario. 
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Chapter 4: Customer identification and verification 

A meaningful anti-money laundering compliance program should include identification and verification of 

customers at the stage of opening account or establishing financial transaction or relationship. Accordingly, 

the Company should ensure to: 

a. verify the identity of any person/individual concern/company (hereinafter called as “customer”) while 

pursuing to open an account to the extent reasonable and practicable; 

b. maintain records of the information used to verify a customer’s identity, including name, address and 

other identifying information; and 

c. verify the UNSCR list (1267/1999 and 1373/2001), banned list of Bangladesh Government of known or 

suspected terrorists or terrorist organizations or other national or international sanction lists using DBH’s 

own software to determine whether a person pursuing to open an account appears on any such lists. 

d. Comply with foreign exchange regulation act 1947, while opening any FDR account in the name of a 

foreigner or non-resident Bangladeshis. 

The following options are recommended for concerned officers of Head Office as well as branch/es to consider 

in developing customer identification process: 

4.1 Customer identification 

DBH should not keep anonymous or accounts in fictitious name/s. Company should undertake customer due 

diligence measures, including identifying and verifying the identity of their customers when: 

a. establishing business relations; 

b. carrying out occasional transactions; 

c. there is a suspicion of money laundering or terrorist financing; and 

d. the financial institution has doubts about the reliability or adequacy of previously obtained customer 

identification data. 

In order to fulfill identification requirements DBH should, where necessary, take measures to: 

i. verify the legal existence and structure of the entity by obtaining either from a public register or from the 

customer or both, proof of incorporation, including information concerning the customer’s name, legal 

form, address, directors and provisions regulating the power to bind the entity, as the case may be; 

ii. verify that any person purporting to act on behalf of the customer is so authorized and identify that 

person; 

iii. no account should be opened without satisfactory identification, and proper introduction, where 

applicable. In fact, before opening an account concerned officer should interview the customer to assess 

his need for opening an account, his business, engagement etc.; 

iv. customer’s residence (permanent and present) or place of business to be carefully considered. If it is not 

in the area where DBH or branch serves, in that case opening an account at that location may need to be 

justified; 
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v. the source of funds used to open the account shall be known and commensurate with the account 

opener’s details. 

4.2 Customer profiling 

i. obtaining and documenting the customer’s basic background and information; 

ii. use that information to evaluate the appropriateness and reasonableness of the customer’s 

transaction activity; 

iii. the customer’s expected transaction trends; 

iv. net income; and 

v. determine the source of the customer’s funds. 

4.3 Review of KYC profile 

KYC shall be reviewed on a regular interval i.e. in case of high-risk customer at least once in a year and in case 

of low risk customer once in every two years for: 

a. monitoring transactions and activities; or 

b. renewal of an account; or 

c. customer visited DBH; or 

d. any change in introductory information of customer; 

e. periodic discussions with the customer relating to their business activities or future plan of the 

business; or 

f. any other activities as deemed necessary. 

4.4 Taking special care 

Responsible officer of loans & advances department should monitor customer’s borrowing profile in the 

course of business to ascertain repayments or settlement of loan or loan drawdown is in line with the customer 

business activities. They shall also take special care on the following cases: 

i. on high risk customer; 

ii. in case of deposit of significant amount which inconsistent with customer profile; and 

iii. deposit of funds into company’s accounts, usually in amounts below the threshold limit set by 

Bangladesh Financial Intelligence Unit (BFIU). 

4.5 Monitor inconsistent transactions with customer’s business/personal profile 

Responsible officer shall closely monitor the customer’s account in case: 

i. where they make payments in cash rather than using banking channel; 

ii. operate retail business but made substantial payments against loan which indicates that the customer 

may have another undisclosed source of income; and 

iii. deposit of large volume of cash which does not match with the customer’s business profile. 
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4.6 Preserving customers records 

DBH should preserve all necessary records of transactions as per Bangladesh Financial Intelligence Unit (BFIU) 

circular in force and such records must be sufficient to evidence for prosecution for criminal behavior. They 

should also keep records on customer identification e.g. NID, passport copy, identity card, driving license or 

any other documents acceptable to the Company, account files and business correspondence for a minimum 

of 5(five) years even after the account is closed as advised BFIU. These documents should be available to 

domestic competent authorities in the context of relevant criminal prosecutions and investigations. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

19 

Chapter 5: Know your customer (KYC), customer due diligence (CDD) and enhanced 
due diligence (EDD) 

Generally, Know Your Customer (KYC) policy is implementing to confirm a customer’s identification program. 

The term is also used to refer to the regulation which governs these activities. KYC is mostly used in financial 

institutions and other reporting authorities as defined by the regulators. They use KYC to identify customers 

and ascertain relevant information in doing business/relationship with them. In wider terms, KYC processes 

are also employed by companies of all sizes for the purpose of ensuring AML/CFT compliances. KYC policies 

are becoming much more important globally to protect financial fraud, money laundering, terrorist financing 

etc. 

Generally, DBH should never establish a relationship with a customer until it knows the customer’s true 

identity. If a potential customer is unwilling to provide necessary information and documents, the relationship 

should not be established. 

5.1 Benefits of introducing KYC 

KYC- 

a. helps detect suspicious activity in a timely manner; 

b. promotes compliance with all relevant laws; 

c. promotes safe and sound financial transactions and best business practices; 

d. minimizes the risk that the Company may encounter for illicit activities; 

e. reduces the risk of government seizure and forfeiture of a customer’s loan collateral when they are 

involved in criminal activities or ML/TF issues, and 

f. protects Company’s reputational risk. 

5.2 KYC procedures 

a. Before opening an account, due diligence is required to be performed on all prospective customers. This 

process should be completed by fulfilling the documentation requirements (duly filled in application form, 

references, source of funds, applicable identities etc.) with a Know Your Customer (KYC) profile which is 

used to record a customer’s source of fund, expected transaction activity at its most basic level. 

b. Once the identification procedures are completed and relationship with the customer is established, DBH 

should monitor behavior of customers to ensure that it is consistent with the nature of business as was 

stated while establishing relationship/opened account. Concerned officer will be responsible for reporting 

suspicious transactions undertaken by the customer, review & updating customer’s KYC profile for any 

significant changes in their lifestyle (e.g., change of employment status, increase in net worth etc.) and by 

monitoring the transaction activity over the customer’s account on a periodic basis. 

c. KYC profile must contain the basic information about the customer like name, address, tel/cell/fax 

numbers, e-mail address, line of business, annual sales and other relevant information. If the customer is 

a PEPs/IPs, the account is to be taken special care and requisite EDD should be done. 

d. The KYC profile information will also include the observations of the concerned officer of Head Office or 

branch/es regarding business premises (whether rented or owned), type of customer’s business, method 
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of transaction preferred by the customer (whether in cheque or cash). The concerned officer will record 

those observations and put signature on the KYC form. 

e. The KYC profile leads to risk classification of the accounts as high/low risk. 

 5.3 Risk categorization on the basis of KYC 

While opening accounts, the concerned officer must assess the inherent risks that the accounts might carry 

relating to “Money Laundering”, and must classify the accounts as either “High Risk” or “Low Risk”. The risk 

assessment may be made using the Risk Grading Matrix given at “Annexure-B” by which risk shall be 

categorized using numeric scale to denote risks. 

5.4 Components of KYC 

KYC should be the core feature of DBH’s risk management and control procedure and be complemented by 

regular compliance reviews and audit. 

Essential elements should start from the risk management and control procedures and should include: 

a) customer acceptance policy; 

b) customer identification; 

c) ongoing monitoring of high-risk accounts; and 

d) identification of suspicious transactions. 

e) As instructed by BFIU, DBH Shall implement Electronic Know your Customer (e-KYC) 

5.5 Customer acceptance policy 

Selection of customer is an important factor for Banks and NBFIs. DBH takes into consideration of all the 

relevant factors in case of opening/operating customer’s accounts such as customer’s background, 

business/personal activities, business risks, credit worthiness, political influence, social status, other basic 

information and other risk factors. 

On the other hand, to prevent of ML/TF risks KYC, CDD, EDD, KYE are the important tools. Lack of precaution 

in the above-mentioned factors might result in serious customer and counterparty risks, especially reputation, 

operational, legal and compliance risks. Collection of sufficient information about the customer is the most 

effective defense for combating ML/TF activities. As per Money Laundering Prevention (Amendment) Act, 

2015 each FI is required to keep satisfactory record of the customers. On the other hand, each FI is also 

required to make necessary arrangement to prevent transactions related to crimes as described in Anti-

Terrorism (Amendment) Act, 2013. It also requires identifying, under these laws, suspicious 

transactions/activity with due care and diligence.  

 5.6 Monitoring of high-risk accounts and identification of suspicious transactions 

High value single transaction conducted in a single DD, PO, TT and Electronic Transfer by any person or 

institution involved in a financial transaction may pose reputational and other risks to DBH. In this case if a 

transaction appears abnormal in relation to the usual transaction of the concerned person or institution that 

transaction will be treated as high value and suspicious transaction. 
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5.7 What does customer mean 

As per Section – 2(j) of Money Laundering Prevention Act, 2012: 

"Customer" means any person or persons or entity or entities that may be defined by Bangladesh Financial 

Intelligence Unit from time to time. 

For the purpose of KYC procedure, a "Customer" means as per Circular # 28, dated May 30, 2023: 

i. any person or institution maintaining an account of any type with DBH; 

ii. the person or institution as true beneficial owner in whose favor the account is operated; and 

iii. the trustee, intermediary or true beneficial owner of the transaction of the accounts operated by the trust 

and professional intermediaries (such as lawyer/law firm, chartered accountant, etc.) under the existing 

legal infrastructure. 

5.8 What constitutes a customer’s identity 

Identity generally means a set of attributes which uniquely defines a natural or legal person. There are two 

main constituents of a person’s identity out of a range of legal persons (an individual, corporate body, 

partnership, etc.). For the purposes of this guidance, the two constituents are: 

i. the physical identity (e.g. birth certificate, TIN/VAT registration, passport/NID, driving license etc.); and 

ii. the activity undertaken. 

Confirmation of a person’s address is also useful in determining whether a customer is resident in a high-risk 

country. Information of both residential and nationality status of a customer are also necessary tools of 

identity. It needs to confirm and update information about identity, such as changes of address, and the extent 

of additional KYC information to be collected over time will differ from sector to sector and between 

institutions within any sector. 

5.9 KYC for individual customers 

DBH shall obtain the following information while opening accounts or establishing other relationships with 

individual customers: 

a. correct name and/or names used; 

b. parent’s names; 

c. date of birth; 

d. current and permanent address; 

e. details of occupation/employment and sources of wealth or income; and 

f. contact information, such as – mobile/telephone number etc. 

g. Unique customer identification code (UCIC) to be allocated for each account holder , regardless of th e 

number of accounts maintained in the name of the account holder. 

5.10 The following points should always bear in mind by responsible officer 

The following points should always be borne in mind by a responsible officer while opening an account or 

making financial transaction with any prospective customer: 
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a. DBH shall not allow any non-face to face contact; 

b. DBH shall determine the actual Beneficial Owner of each account in line with the guidelines issued by BFIU 

and preserve the information of that actual beneficial owner; 

c. If any person is authorized to operate account with DBH on behalf of actual beneficial owner, then detailed 

and accurate information of that authorized person is to collected; 

d. In case of company account, information of the beneficial owners who have controlling interest in the 

company is to be preserved; 

e. In applicable cases, detailed and accurate information of Managing Director/ Chief 

Executive Officer of the company is to be preserved; 

f. particular care should be taken in accepting documents/identities which are easily be made false or 

duplicate; 

g. in respect of joint accounts where the surname and/or address of the account holders differ, 

h. the name and address of all account holders should be verified; 

i. any subsequent change of the customer’s name, address, or employment details of which the DBH 

becomes aware should be recorded as part of the KYC process for review customer’s profile; 

j. all documents collected for establishing relationship must be filled in with supporting evidences; 

k. details of the introducer should be recorded on the customer's file. However, personal introductions 

without full verification should not become the norm, and directors/senior managers must not require or 

request staff to breach account opening procedures as a favor to an applicant; 

l. in the case of socially or financially disadvantaged people such as the elderly, the disabled, students and 

minors, the identity of these persons can be verified from an original or certified copy of alternative 

document, preferably one with a photograph. Certificate or confirmation from lawyer, accountant, director 

or manager of a regulatory or regulated institution, a notary public, a member of the judiciary or a senior 

civil servant may be acceptable to DBH in this behalf. The Certifier must sign on the copied document and 

clearly indicate his position or capacity on it with a contact address and phone number; 

m. the normal identification procedures set out above should be followed. Moreover, in case of minor 

parents/legal guardians KYC procedure must be followed; 

n. documents of identity which do not bear photographs or signatures are not acceptable. More importantly, 

checking of authenticity of the documents is a must; 

o. to verify the customer’s permanent and present address passport/NID and recent utility bill’s copy can be 

checked; and last but not least; 

p. the original copy of (i) current valid passport; (ii) valid driving license; (iii) NID; (iv) employer provided ID 

card, bearing the photograph and signature of the applicant should be used to verify identify the customer 

and certified copies of the same should be procured and preserved for record. 

5.11 KYC for corporate and other entities 

The principal requirement for the corporate bodies is to verify its legal existence and find out person behind 

the entity to identify who are controlling business and the Company’s assets, with particular attention being 

paid to any shareholders or others who exercise a significant influence over the day to day affairs of the 

company. Enquiries should be made to confirm that the company exists for a legitimate trading or economic 

purpose. 
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The following documents should be obtained from companies; 

a. certificate of incorporation or duly certified by RJSC, address of the registered office, and place of business; 

b. certified copy of Memorandum and Articles of Association, or by-laws of the customer; 

c. copy of the board resolution to open account/maintain relationship with delegation of authority/ies to 

operate accounts; 

d. explanation of the nature of the applicant's business, the source of funds, and a copy of the last available 

financial statements, where applicable; 

e. satisfactory evidence of the identity of each of the principal beneficial owners being any person holding 

20.00% interest or more or with principal control over the Company’s assets and any person/s on whose 

instructions the signatories on the account are to act or may act where such persons are not full time 

employees, officers or directors of the company; 

f. satisfactory evidence of the identity of the account signatories, details of their relationship with the 

company and if they are not employees an explanation of the relationship. Subsequent changes to 

signatories must be verified; 

g. copies of the Schedule X and Form XII; and 

h. any other relevant documents require establishing relationship/financial transaction. 

Where the business relationship is being opened in a different name from that of the applicant, the institution 

should also satisfy itself that the reason for using the second name makes sense. 

The following persons (i.e. individuals or legal entities) must also be identified for the above case: 

a. all of the directors who will be responsible for operation of the account; 

b. all the authorized signatories for the account/transaction; 

c. all the holders of powers of attorney to operate the account/transaction; 

d. the beneficial owner(s) of the company, where applicable; etc. 

Where the institution already knows their identities and identification records comply with the requirements 

of these notes, there is no need to verify identity again. When authorized signatories change, identities of all 

current signatories should be taken for verification. 

5.12 KYC for corporate registered abroad 

Particular care should be exercised when establishing business relationships with companies incorporated or 

registered abroad, or companies with no direct business link to Bangladesh. Such companies may be 

attempting to use geographic or legal complication to interpose a layer of opacity between the source of funds 

and their final destination. In such circumstances, institutions should carry out effective checks on the source 

of funds and the nature of the activity to be undertaken during the proposed business relationship. This is 

particularly important if the corporate body is registered or has known links to countries without anti-money 

laundering legislation and procedures equivalent to Bangladesh. 

5.13 KYC for partnerships and other entities 

In the case of partnerships and businesses of other entities whose partners/directors are not known to DBH, 

the identity of all the partners or equivalent should be verified in line with the requirements for individual 



 

24 

customers. Where a formal partnership agreement exists, a resolution from the partnership authorizing the 

opening of an account and conferring authority on those who will operate it should be obtained. 

5.14 Powers of attorney/mandates to operate accounts 

Confirm the identities of holder of power of attorney/mandate or the guarantor of any customer’s account 

and must be supported with the resolution or valid deed, as the case may be. The records of all transactions 

undertaken in accordance with a power of attorney/mandate should be done with due care and record should 

be kept safely. 

5.15 Transaction monitoring process 

The nature of this monitoring will depend on the nature of customer’s business. The purpose of monitoring of 

customer’s business is to identify any significant changes or inconsistencies in the pattern of transactions. 

Possible areas to monitor could be: 

i. transaction type; 

ii. frequency of transaction; 

iii. unusual large transaction; 

iv. geographical origin/destination of transaction; 

v. changes in authorized signatories; 

vi. borrower settling “problem” loans by large amounts of cash suddenly with no reasonable explanation 

of funds/source; etc. 

 5.16 What to do if customer due diligence (CDD) will not possible 

In case where CDD cannot be done due to non-cooperation by the customer and/or if the information provided 

is found uncertain/suspicious after assessment, DBH may take the following actions: 

i. DBH shall not open account of such customer or may close existing account, if appropriate; and 

ii. before closure of such accounts, approval from top management is necessary and the account holder 

shall be informed via notice detailing the reason behind such closure of account. 

iii. iii. BAMLCO shall forward the necessary information of such accounts to Central Compliance Unit 

(CCU). 

iv. Central Compliance Unit (CCU) may report STR to BFIU, if there is reasonable ground to do so. 

STR/SAR may be proceeded to Bangladesh Financial Intelligence Unit (BFIU) when there is a reasonable ground 

to do so.  

A standard KYC format has been attached at “Annexure-C” with the guidelines which have been prepared on 

the basis of template provided by BFIU towards introduction of Uniform Account Opening Form for FIs. 

5.17 Politically exposed persons (PEPs) and influential persons (IPs) 

5.17.1 Who are PEPs 

As per BFIU Circular # 28, dated May 30, 2023 issued by Bangladesh Financial Intelligence Unit (BFIU) PEPs 

means: Individuals who are or have been entrusted with prominent public functions by a foreign country- i.e. 
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(i) heads of state or of government (ii) senior politicians (iii) senior government (iv) judicial or military officials 

(v) senior executives of state-owned corporations and (vi) important political party officials. 

5.17.2 Who are IPs 

As per Circular # 28, dated May 30, 2023 issued by Bangladesh Financial Intelligence Unit (BFIU) IPs means: 

Individuals who are or have been entrusted domestically with prominent public functions - i.e. (i) heads of 

state or of government (ii) senior politicians (iii) senior government officials (iv) judicial or military officials (v) 

senior executives of state-owned corporations and (vi) important political party officials. 

5.18 Enhance due diligence (EDD) in case of PEPs, IPs and other relevant customers 

5.18.1 Responsibilities in case of “politically exposed persons (PEPs)”: 

While opening and/or operating account of Politically Exposed Persons (PEPs), enhanced due diligence shall 

have to be exercised. Following instructions shall have to be followed to ensure Enhanced Due Diligence (EDD): 

i. takes reasonable measures to establish the source of wealth and source of funds; 

ii. ongoing monitoring of the transactions has to be conducted; and 

iii. the Account Opening Officer should observe all formalities as detailed in Foreign Exchange Regulation 

Act-1947 (as amended in 2015) while opening accounts of non-residents. 

iv. Additional information is to be obtained from independent and reliable source; 

v. Further steps to be taken to identify the purpose of opening account; 

vi. In applicable cases, the approval of Chief Anti- Money Laundering Compliance Officer (CAMLCO) has 

to be obtained before opening such account; 

In case where assessed risk is low simple CDD will be sufficient; but in case of high risk EDD shall have to apply 

in relationship to the PEPs. Bangladesh Financial Intelligence Unit (BFIU) through BFIU Circular # 28, dated May 

30, 2023 clearly instructed to do EDD in case of PEPs. 

All instructions as detailed for PEPs shall equally apply if business relationship is established with the family 

members and close associates of these persons who may pose reputational risk to DBH. 

  

The following instructions shall have to be followed to ensure Enhanced Due Diligence, while opening and 

operating the account of Politically Exposed Persons (PEPs): 

i. a risk management system shall have to be introduced to identify risks associated with the opening 

and operating accounts of PEPs; 

ii. obtain senior management approval for establishing business relationships with such customers; 

iii. take reasonable measures to establish the source of wealth and source of funds; 

iv. ongoing monitoring of the transactions have to be conducted; and 

v. DBH should observe all formalities as detailed in Foreign Exchange Regulation Act-1947 while opening 

accounts of non-residents, if any. 

vi. a risk   management   system   shall   have   to   be introduced to identify the true beneficiary of such 

account and identify the risks associated with the opening and operating accounts of PEPs; 
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vii. obtain approval of Chief Anti-Money Laundering Compliance Officer   (CAMLCO)   for   establishing 

business relationships with such customers; 

viii. Same procedure are to be conducted in case of opening and operating accounts of close associates of 

PEPs; 

The above instructions shall also be applicable to customers or beneficial owners who become PEPs after 

business relationship have been established. 

Apart from that, while establishing and maintaining business relationship and conducting transaction with a 

person (including legal representative, financial institution or any other institution) of the countries and 

territories that do not meet international standard in combating money laundering (such as the countries and 

territories enlisted in Financial Action Task Force’s Non-cooperating Countries and Territories List) enhanced 

due diligence shall have to be ensured. 

5.18.2 Responsibilities in case of “influential persons (IPs)”: 

DBH should identify the true underlying beneficiaries against the account and/or customer. While opening 

and/or operating or maintaining financial relationship with such persons, concerned employee should follow 

the instructions as cited from point ‘ii’ to ‘iv’ at para 5.18.1 

Instructions appropriate for Influential persons shall also be applicable for close associates. 

No middle ranking or junior individuals shall be deemed as “Influential Person” as quoted in this paragraph. 

5.18.3 Responsibilities in case of head of any international organization or high-level officers: 

DBH must identify whether the account and/or customer is truly benefiting the head of any international 

organization or any high-level officers. 

If establishing and maintaining banking relationship with such personnel is deem risky, DBH have to follow the 

instructions as cited from point ‘ii’ to ‘iv’ at para 5.18.1 and instructions as at ‘v’ should also be followed in 

appropriate cases. Instructions appropriate for head of any international organization or any high-level officers 

shall also be applicable for his/her close associates. 

“Head of International Organization or High-Level Officers” shall mean persons who are or have been entrusted 

with a prominent function by an international organization and shall include members of senior management, 

i.e. directors, deputy directors and members of the board or equivalent functions. 

Instructions as appropriate for “Head of International Organization or High-Level Officers” are also applicable 

for their close associates. 

No middle ranking or junior individuals shall be deemed as “Head of International Organization or High-Level 

Officers” as quoted in this paragraph. 

 5.19 Ongoing monitoring of accounts and transactions 

Effective internal control system may reduce the risk if relationship managers have an understanding of normal 

and reasonable account activity of their customers so that they have a means of identifying transactions which 

fall outside the regular pattern of an account’s activity. Without such knowledge, they are likely to fail in their 

duty to report suspicious transactions to the appropriate authorities in cases where they are required to do 
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so. The extent of the monitoring needs to be risk- sensitive. For all accounts, we have to ensure proper systems 

in place to detect unusual or suspicious patterns of activity. Particular attention should be paid to transactions 

that exceed these limits. Certain types of transactions should alert management to the possibility that the 

customer is conducting unusual or suspicious activities. They may include transactions that do not appear to 

make economic or commercial sense, or that involve large amounts of cash deposits that are not consistent 

with the normal and expected transactions of the customer. Very high account turnover, inconsistent with the 

size of the balance, may indicate that funds are being “washed” through the account. 

There should be intensified monitoring of higher risk accounts. DBH should set key indicators for such 

accounts, taking note of the background of the customer, such as the country of origin and source of funds, 

the type of transactions involved, and other risk factors. 

To ensure that records remain up-to-date and relevant, there is a need for DBH to undertake regular reviews 

of existing records. An appropriate time to do so is when a transaction of significance takes place, when 

customer documentation standards change substantially, or when there is a material change in the way that 

the account is operated. 

However, if DBH becomes aware at any time that it lacks sufficient information about an existing customer, it 

should take steps to ensure that all relevant information is obtained as quickly as possible. 

DBH has developed clear standards on what records must be kept for customer identification and individual 

transactions and their retention period. As the starting point and natural follow-up of the identification 

process, DBH should obtain customer identification papers and retain copies of them for at least 5(five) years 

after an account is closed. 
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Chapter 6: Know your employee (KYE) 

Know Your Employee (KYE) program means the process to understand an employee’s background, conflicts of 

interest and susceptibility to money laundering complicity. For appropriate management of KYE policies, 

procedures, internal controls, job description, code of conduct/ethics, levels of authority, compliance with 

personnel laws and regulations, accountability, dual control and other deterrents should be firmly in place. 

HR department is to ensure the compliance of proper KYE procedure, background screening of prospective 

and current employees. Only obtaining the related documents is not enough to ensure this compliance; 

authenticity of the documents must be ensured at the time of appointment of the employee(s). 

A standard KYE format has been attached herewith at “Annexure-D”.  
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Chapter 7: Compliance requirement of DBH against ML/TF 

 

The compliance requirements of FIs have been specified in BFIU Circular # 28, dated: May 30, 2023 by 

Bangladesh Financial Intelligence Unit (BFIU). In this regard, Money Laundering Prevention Act, 2012 and Anti-

Terrorism Act, 2009 and to be amended from time to time should also to be followed meticulously. The 

compliance requirement shall be documented and communicated to all levels of the employees of DBH to 

develop awareness against ML/TF and to prevent ML and combat TF. As part of its AML/CFT policy, CCU with 

assistance of the top management shall communicate clearly to all employees on annual basis through a 

statement from the Managing Director stating DBH’s position against ML/TF and criminal activities. 

A. Domestic requirement 

7.1 Compliance requirement under domestic law 

According to section 25(1) of Money Laundering Prevention Act, 2012 the responsibilities and other 

obligations prescribed by law of DBH in prevention of money laundering are: - 

a) to maintain complete and correct information with regard to the identity of its customers during the 

operation of their accounts; 

b) if any account of a customer is closed, to preserve account and previous records of transactions of 

such account for at least 5(five) years from the date of such closure; 

c) to provide with the information maintained under clauses (a) and (b) to Bangladesh Financial 

Intelligence Unit (BFIU) from time to time, on its demand; 

d) if there be any doubtful transaction or attempt of such transaction as defined under clause (z) of 

section 2 of Money Laundering Prevention (Amendment) Act, 2015 the matter shall be reported as 

“suspicious transaction report” to the BFIU immediately on its own accord. 

7.2 Board approved guidelines for preventing ML and combating TF 

In pursuance of section 16(2) of Anti-Terrorism Act, 2009, and Bangladesh Financial Intelligence Unit (BFIU)’s 

circular # 28, dated: May 30, 2023, all FIs must have their own policy manual duly approved by their Board of 

Directors/topmost committee to prevent ML and combat TF. This policy manual must be in conformity with 

international standard and laws and regulations in force in Bangladesh and circulars issued by BFIU from time 

to time. The guidelines shall be circulated among all the concerned employees for information and necessary 

action to prevent ML and combat TF. FIs shall from time-to-time review and confirm meticulous compliance of 

the circulars issued by BFIU or Government through official gazette. 

7.3 Appointment of CAMLCO, DCAMLCO and BAMLCO 

To implement the policy manual and compliance of instructions of Bangladesh Financial Intelligence Unit 

(BFIU), DBH should: 

i. designates one high level officer as Chief Anti-Money Laundering Compliance Officer (CAMLCO) and a 

senior level officer as DCAMLCO in the Central Compliance Unit (CCU); and 
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ii. designate one officer as Branch Anti-Money Laundering Compliance Officer (BAMLCO) at branch level. 

iii. Detailed information of CAMLCO and DCAMLCO is to be forwarded to BFIU at the month of January of 

each year attaching enclosure (Annexure-KA) of the BFIU circular 28 of 30 May 2023. 

7.4 Customer identification 

DBH should mandatorily collect complete information and identification of customers and verify their 

correctness to keep themselves free from ML/TF risks. As per BFIU circular#28/2023, a customer is defined as: 

i. any person or institution maintaining an account of any type with a FIs or having business relationship 

with FIs; 

ii. the person or institution as true beneficial owner in whose favor the account is operated; 

iii. the trustee, intermediary or true beneficial owner of the transaction of the accounts operated by the 

trust and professional intermediaries (such as lawyer/law firm, chartered accountant, etc.) under the 

existing legal infrastructure; 

 7.5 Other measures 

The following measures also to be taken under compliance requirement against ML/TF: 

a) how to conduct CDD/EDD at different stages like- while establishing relationship with the customer or 

conducting financial transaction with the existing customer; 

b) to be sure about the customer’s identity through collection of adequate information towards 

satisfaction of the concerned employee i.e. doing CDD; 

c) to be satisfied while operating any account by a person on behalf of the customer that the person has 

due authorization to operate the account and, in this case, correct and complete information of the 

person must be collected before opening/operating such account or transaction; 

d) legal status and accuracy of information of the account’s operator/s are shall be ascertained while any 

account is to operate by trustee and professional intermediaries i.e. lawyers/law firm, chartered 

accountants, etc.; 

e) enhanced due diligence (EDD) shall have to be ensured with a person of the countries and territories 

that do not meet international standard in preventing ML/TF i.e. countries and territories listed as 

high-risk country in FATF’s public statements while establishing and maintaining business relationship 

and conducting financial transaction; 

f) in case of beneficial owner (i.e. the customer has controlling share of a company or/and holds 20.00% 

or more shares of a company) of an account, DBH shall have to collect and ensure: 

i. complete and correct information of identity of the persons besides the customer; 

ii. controller or the owner of the customer; and 

iii. complete and correct information of identity of the beneficial owners shall have to be 

collected and preserved. 

7.6 What to do in case of PEPs and IPs while opening and/or operating account 

While opening and/or operating account or at the time of financial transaction of PEPs/IPs, EDD shall have to 

be exercised. Following instructions shall have to be followed to ensure EDD: 
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i. DBH shall identify risks associated for opening and operating such accounts of PEPs/IPs; 

ii. take reasonable measures to ensure source of wealth and source of funds; 

iii. ongoing transactions monitoring process shall have to be done by the concerned officer; and 

iv. all formalities shall have to be complied as per Foreign Exchange Regulation Act-1947 (as amended in 

2015) while opening and operating accounts of non-resident PEPs/IPs; 

v. KYC shall be reviewed on a regular interval basis or at least once in a year etc. 

All instructions as detailed for PEPs/IPs shall be equally applicable if business relationship is established with 

family members and close associates of these persons who may pose reputational risk to DBH. The above 

instructions shall also be applicable to customers or beneficial owners who become PEPs/IPs after business 

relationship have been established. 

7.7 Appointment and training 

7.7.1 Employee screening 

To prevent ML and combat TF, DBH shall have to undertake proper screening mechanism in 

appointment procedures so that ML/TF risks could be avoided. 

7.7.2 Employee training 

To ensure proper compliance of ML/TF activities of DBH shall arrange suitable in-house or outdoor 

training of officials on preventing of ML and combating TF. To ensure compliance with ML/TF related 

issues, DBH shall arrange suitable in-house or outdoor training program for all officials including 

CAMLCO and DCAMLCO. In this connection, all supporting documents including training materials are 

to be preserved. 

 7.8 Awareness of customers regarding ML/TF 

At the time of opening or operating an account and/or doing KYC, concerned officer shall explain to the 

customers the reasons and/or grounds for asking documents or identities. The concerned officer shall also 

respond to the customer’s query, if any. The Management of DBH may distribute leaflets among customers to 

make them aware of ML/TF and also arrange to stick posters in visible place at Head Office or every branch. 

DBH also requires to display trailer, documentary etc. in public or other media to make awareness under 

Corporate Social Responsibility with due approval of the competent authority. 

7.9 Suspicious transaction report (STR)/suspicious activity report (SAR) 

According to the provision of section 25(1)(d) of Money Laundering Prevention Act, 2012 (as amended in 2015) 

and section 2(16) of Anti-Terrorism Act, 2009 (as amended in 2013), DBH requires to submit report proactively 

and immediately to Bangladesh Financial Intelligence Unit (BFIU) on suspicious, unusual or doubtful 

transactions/activity report relating to ML/TF. (More details are in Chapter-10). 

7.10 Cash transaction report (CTR) 

According to the provision of BFIU Circular # 12, dated May 30, 2023, DBH requires to submit CTR to 

Bangladesh Financial Intelligence Unit (BFIU) on monthly basis on or before 21st of the next month using 

goAML software on doubtful cash transactions, if any, relating to ML/TF. (More details are in Chapter-11). 
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7.11 Procedure of self-assessment report 

This policy requires that appropriate and timely self-assessments, tests, audits and evaluations shall be 

conducted to ensure that the DBH is in compliance with the regulations. Each and every branch shall assess 

their performance through self-assessment report on half yearly basis according to Circular # 28 dated: May 

30, 2023 of the Bangladesh Financial Intelligence Unit (BFIU). This procedure enables management to identify 

areas of risk or to assess the need for additional control mechanisms. The SAR should conclude with a report 

documenting the work performed, how it has been controlled/supervised and the resulting findings, 

conclusions and recommendations. The SAR should advise management whether the internal procedures and 

statutory obligations of DBH have been properly discharged. Each branch will assess its AML/CFT activities 

covering the following areas on half yearly basis and submit the report to CCU and ICC within next 15 (fifteen) 

days of each half year end: 

i. the percentage of officers/employees that received official training on AML/CFT; 

ii. the awareness of the officers/employees about the internal AML/CFT policies, procedures and 

programs, and BFIU’s instructions, circulars and guidelines; 

iii. the arrangement of AML/CFT related meeting on regular interval; 

iv. the effectiveness of the customer identification during opening an individual, corporate and other 

account; 

v. the risk categorization of customers by the branch; 

vi. regular update of customer profile upon reassessment; 

vii. the monitoring of customers’ transactions; 

viii. identification of Suspicious Transaction Reports/Suspicious Activity Report (STRs/SARs); 

ix. the maintenance of a separate file containing MLPA, circulars, training records, reports and other ML 

related documents and distribution of those among all employees; 

x. the measures taken by the branch during opening of account of PEPs/IPs; 

xi. consideration of UNSCR 1267 and 1373 while conducting any business; and 

xii. the compliance with AML/CFT weaknesses/irregularities, as the CCU/ICC of Head Office and BFIU‟s 

inspection report mentioned. 

Each branch will assess its AML/CFT activities on half yearly basis as per prescribed format (Annexure GA) 

issued by BFIU (Annexure – E of this policy). Branch Manager will hold meeting with all employees regarding 

the assessment and identify the problems (if any) prevailing in the branch. Branch Manager shall exert best 

effort to solve the identified problems. Each branch shall submit the Self-Assessment Report with 

recommendations to Central Compliance Unit (CCU) and Internal Control & Compliance (ICC) within 15 

(fifteen) days of each half year end. 

7.12 Independent testing procedures (ITP) 

As per BFIU Circular # 28 dated: May 30, 2023 of the Bangladesh Financial Intelligence Unit (BFIU) testing on 

Prevention of Money Laundering is to be conducted on the branches by the internal audit personnel of ICC 

department and by an outside party such as the institution's external auditors. While conducting the same, 
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they should also look into whether the directives of BFIU issued from time to time in this respect are followed 

meticulously by the branches.  

Mentionable that compliance of AML is the responsibility of each employee of DBH. Therefore, all guidelines 

related to AML be updated as and when required and circulated to ensure that all employees are aware of the 

Money Laundering Prevention Act, 2012 (as amended in 2015) and Anti-Terrorism Act, 2009 (as amended in 

2013), BFIU’s instructions, internal guidelines and other policies and procedures. 

The test will cover the following areas: 

i. activities of branch compliance unit/BAMLCO; 

ii. knowledge of officers/employees on AML/CFT issues; 

iii. customer Identification (KYC) process; 

iv. process and action to identify STRs/SARs/CTRs; 

v. regular submission of reports to CCU; 

vi. proper record keeping; and 

vii. overall AML/CFT related activities by the branch. 

The tests include interviews with employees handling transactions and interviews with their supervisors to 

determine their knowledge and compliance with Company’s AML/CFT procedures like: 

i. sampling of large transactions followed by a review of transaction record retention forms and 

suspicious transaction referral forms; 

ii. test of the validity and reasonableness of any exemption granted by the financial institution; and 

iii. test of the record keeping system according to the provisions of the laws. Any deficiencies should be 

identified and reported to senior management together with a request for a response indicating 

corrective action taken or to be taken and a deadline. 

If any deficiency/problem is found after scrutinizing the Self- assessment Report, ICC department visits the 

branch immediately and inform the Central Compliance Unit (CCU) accordingly. ICC department examine the 

compliance status of AML/CFT issues and assign score for specific criteria as per prescribed checklist 

(Annexure GHA) of Independent Testing Procedure (ITP). Subsequently, the said inspection report including 

the score sheet shall be forwarded to Central Compliance Unit (CCU). 

 

A standard ITP format has been attached at “Annexure-F” of this guideline as prescribed in Circular # 28/2023 

of the BFIU. 

7.13 Overall assessment report 

In compliance with the BFIU Circular # 28, dated: May 30, 2023, the Central Compliance Unit of DBH requires 

to prepare an Overall Assessment Report on half yearly basis towards submission to the BFIU stating 

direction/recommendation, if any, of the Board or Top Management Committee. 
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Chapter 8: Compliance program of DBH against ML/TF 

 

DBH considering the prevailing laws and regulations; and Bangladesh Financial Intelligence Unit (BFIU)’s 

Circulars should establish and maintain an effective AML/CFT program which should include the followings: 

i. development of internal policies, procedures and controls mechanism; 

ii. appointment of an AML/CFT compliance officer; 

iii. ongoing employee training programs; and 

iv. independent audit functions including internal and external audit functions to test AML/CFT 

programs. 

The compliance policies should be documented, approved by the Board of Directors and communicated to all 

levels of the organization. 

8.1 Formation of central compliance unit (CCU) 

As per Bangladesh Financial Intelligence Unit (BFIU) instructions, the CCU will be headed by a senior level 

employee whose position cannot be lower than the third rank in seniority of organizational hierarchy and a 

minimum of 7(seven) years of working experience, with a minimum of 3(three) years at the managerial 

level/administrative level. The CAMLCO of the Company will be the Head of the CCU. S/he will be assisted by 

DCAMLCO & three other designated officers among which two will be from business department and another 

from any suitable department but none from the ICC department. The organogram of CCU is shown below: 

 

 

Figure: Formation of Central Compliance Unit 

The designated CAMLCO/Head of CCU should be a central point of contact for communicating with the 

regulatory and/or investigation agencies regarding issues related to Company’s AML/CFT program. Central 

body  Board Audit 
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Compliance Unit (CCU) and Internal Control & Compliance (ICC) shall work as separate Unit/Department to 

ensure compliance with applicable laws and directives issued by BFIU. 

 

CCU will issue the instructions to be followed by the branches; these instructions will be prepared on the basis 

of combination of issues in monitoring of transactions, internal control, policies and procedures from the point 

of view of preventing money laundering & combating terrorist financing. 

 8.2 Responsibilities of the officials of DBH 

The responsibilities of the official’s various departments are presented below on tabular form for easy 

understanding of and smooth implementation by the concerned employee/s: 

Responsible Depts. or 

Officials 

Responsibilities 

Officer in charge who is 

responsible for opening 

new accounts/making 

transaction 

a. To interview the potential customer; 
b. verify customer profile; 
c. to arrive at threshold limit for each account (new as well as existing) 

and to exercise due diligence in identifying suspicious 
transactions/activities; 

d. to restrict opening of accounts in the name of terrorist/banned organizations; 
e. to adhere with the provisions of Money Laundering Prevention 

(Amendment) Act, 2015; and 
f. to comply with the guidelines issued by Bangladesh Financial Intelligence Unit 

(BFIU) and by the company from time to time in respect of opening and 
conducting 

Chief Risk Officer To assess the ML risk involves in operating activities of the Company and to evaluate 

adequacy and effectiveness of the control mechanism set for safeguarding the 

company’s risks. 

Head of 

Operations 

a. To scrutinize and ensure that the information furnished in the account opening 
form/customer profile/threshold limit are in strict compliance with AML/CFT 
Guidelines before authorizing opening of account; and 

b. to certify regarding compliance with AML/CFT Guidelines and report 
suspicious transactions to CAMLCO/Managing Director. 

Internal Auditor To verify and record his comments on the effectiveness of measures taken by the 
concerned officials and the level of implementation AML/CFT Guidelines. 

CAMLCO a. To implement and enforce Company’s AML policies; 

b. to ensure sending STR/SAR/CTR to Bangladesh Financial Intelligence Unit (BFIU); 

c. to inform DCAMLCO/BAMLCO required actions, if any, to be taken. 

DCAMLCO a. To assist CAMLCO to implement and enforce Company’s AML policies; 

b. send STR/SAR/CTR to Bangladesh Financial Intelligence Unit (BFIU) through CCU; 

c. ensuring flow of information to BAMLCO towards reporting to CAMLCO and CCU; 

and 
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BAMLCO a. ongoing monitoring of customer’s KYC profile/CDD/EDD and transaction 

activities; 

b. report STR/SAR/CTR through branch manager to CAMLCO and CCU; 

c. provide AML training to branch employees; 

d. communicate and update to all employees in case of any changes in national or 

Company’s own policies; 

e. organize a meeting with all executives/officers at least once after each quarter 

end as per Circular # 28/2023 of Bangladesh Financial Intelligence Unit (BFIU); 

and 

f. submit Self-Assessment Report and applicable returns to CAMLCO/CCU/ICC, as 

Branch Manager a. ensure that the AML program is effective within the Branch; 

b. overall responsibility to ensure that the Branch has an effective AML program in 

place and that it is working effectively. 

Top Management Prompt reporting of information regarding suspicious transactions to concerned law 
enforcing authority in consultation with the competent authority/ies. 

Managing Director Overall responsibility to ensure that DBH has AML program in place and that it is 
working effectively. 

8.3 The responsibilities of CCU members 

To ensure compliance of the Money Laundering Prevention (Amendment) Act, 2015 and Anti-Terrorism 

(Amendment) Act, 2013, DBH requires to establish a Central Compliance Unit (CCU) to arrange internal 

monitoring and control under the leadership of a high official at the Head Office whose seniority shall not be 

less than third from the official hierarchy. CCU will issue the instructions to be followed by each concerned 

officer of Head Office as well as branch/es; these instructions will be prepared on the basis of combination of 

issues in monitoring of transactions, internal control, policies and procedures from the point of view of 

preventing ML and combating TF. CCU shall be dedicated solely to perform the compliance functions. In every 

year, Central Compliance Unit (CCU) will organize at least 4 (four) meetings to discuss about the compliance 

status in relation to AML/CFT issue. 

The responsibilities of a CCU shall include: 

i. preparing an overall assessment report after evaluating the self-assessment reports received from the 

branches and submitting it with comments and/or recommendations to the Managing Director; 

ii. preparing an assessment report on the basis of the submitted checklist of inspected branches by ICC 

department; and 

iii. submitting a half-yearly overall assessment report to BFIU within 60 (sixty) days after end of each half 

year as per Bangladesh Financial Intelligence Unit (BFIU) Circular # 28/2023. 

iv. preparing an ‘Overall   Assessment   Report’ after evaluating the self-assessment reports received from 

the branches and submitting it with comments and/or recommendations to the Managing Director; 

v. Subsequently, submitting ‘Overall Assessment Report’ along with   Managing   Director’s   instructions   

and recommendation before the Board of Directors for getting approval; 

vi. submitting a half-yearly overall assessment report to BFIU within 2 (two) months after end of each half 

year. 
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8.4 Appointment of chief AML/CFT compliance officer (CAMLCO) 

DBH requires to designate a Chief AML/CFT Compliance Officer (CAMLCO) at its Head Office who has sufficient 

authority to implement and enforce corporate-wide AML/CFT policies, procedures and measures. The 

CAMLCO will directly report to the Managing Director for his/her responsibility. The CAMLCO will also be 

responsible to coordinate and monitor day to day compliance with applicable AML/CFT related laws, rules and 

regulations as well as with its internal policies, practices, procedures and controls. 

The CAMLCO will be the head of CCU and s/he will be the central point of contact for communicating with the 

regulatory and/or investigation agencies regarding issues related to Company’s AML/CFT program. The 

position of the CAMLCO cannot be lower than the third rank in seniority of organizational hierarchy. The 

CAMLCO should have a minimum of 7(seven) years of working experience, with a minimum of 3(three) years 

at a managerial/administrative level. 

8.5 Responsibilities of CAMLCO 

The major responsibilities of CAMLCO are as follows: 

i. to monitor, review and coordinate application and enforcement of AML/CFT policy. This will include-

an AML/CFT risk assessment, practices, procedures and controls for account opening, KYC procedures 

and ongoing account/transaction monitoring for detecting suspicious transaction or activities, and a 

written AML/CFT training plan; 

ii. to monitor changes of laws/regulations and directives of Bangladesh Financial Intelligence Unit (BFIU) 

and revise its internal policies accordingly; 

iii. to respond to compliance questions and concerns of the staff and advise branches/units and assist in 

providing solutions to potential issues involving compliance and risk; 

iv. to ensure that Company’s AML/CFT policy is complete and up-to-date, to maintain ongoing awareness 

of new and changing business activities and products; 

v. to develop compliance knowledge of all staff, especially the compliance personnel and conduct 

training courses in this regard; 

vi. to develop and maintain ongoing relationships with regulatory authorities, external and internal 

auditors, regional/branch/unit heads and compliance resources to assist in early identification of 

compliance issues; 

vii. to assist in review of control procedures in DBH to ensure legal and regulatory compliance and in the 

development of adequate and sufficient testing procedures to prevent and detect compliance lapses, 

if any; 

viii. to monitor the business through self-testing for AML/CFT compliance and take any required corrective 

action; 

ix. to manage the STR/SAR/CTR process by: 

a. reviewing transactions referred by branch or unit compliance officers as suspicious through 

CCU meeting; 

b. reviewing the transaction monitoring reports (directly or together with account management 

personnel); 

c. ensuring STR/SAR/CTR as the case may be: 
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• are prepared when appropriate; 

• are accompanied by documentation of the branch’s decision to retain or terminate 

the account as required under its policy; 

• are advised branch/es of DBH who are known to have a relationship with the 

customer; and 

• are reported to the Managing Director, and the Board of Directors when the 

suspicious activity is judged to represent significant risk to the institution, including 

reputation risk. 

d. ensuring that a documented plan of corrective action, appropriate for the seriousness of the 

suspicious activity, be prepared and approved by the branch manager; 

e. maintaining a review and follow up process to ensure that planned corrective action, including 

possible termination of an account, be taken in a timely manner; and 

f. managing the process for reporting suspicious activity to BFIU after appropriate internal 

consultation. 

8.6 Responsibilities of deputy CAMLCO 

The major responsibilities of deputy CAMLCO are as follows: 

i. assisting CAMLCO in implementing and enforcing institution’s AML/CFT policies; 

ii. send STR/SAR/CTR to Bangladesh Financial Intelligence Unit (BFIU) through CCU; 

iii. ensuring flow of information to BAMLCO towards reporting to CAMLCO and CCU; and 

iv. to assist CAMLCO to take other required actions, if any, to be taken. 

8.7 Responsibilities of BAMLCO 

DBH requires designating Branch Anti-money Laundering Compliance Officer (BAMLCO) at every branch. 

BAMLCO will be the second man of a branch and have a minimum 3(three) year experience in related field. 

The responsibilities of a BAMLCO are as follows: 

i. ongoing monitoring of customer’s KYC profile/CDD/EDD and transaction activities; 

ii. report any STR/SAR/CTR through branch manager to CAMLCO and CCU; 

iii. provide AML training to branch employees; 

iv. communicate and update to all employee in case of any changes in national or Company’s own policy; 

v. organizes a meeting with all executives/officers at least once after each quarter end as per Circular # 

28/2023 of Bangladesh Financial Intelligence Unit (BFIU); and 

vi. submit Self-Assessment Report and applicable returns to CAMLCO/CCU/ICC, as the case may be, on 

timely manner. 

8.8 Employee training and awareness program 

As per FATF recommendation no.18, a formal AML/CFT compliance program should include an ongoing 

employee training schedule. The importance of a successful training and awareness program cannot be 

overstated. Employees in different business functions need to understand how the financial institution’s policy, 

procedures, and controls affect them in their day to day activities. As per the Circular # 28/2023, DBH shall 

have to arrange suitable training for officials to ensure 
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proper compliance of AML/CFT activities. Following training procedures to be followed by the Company for 

prevention of ML and combating TF: 

8.8.1 Employee awareness 

Employee must be aware of their own personal statutory obligations and that they will be personally liable for 

failure to report information in accordance with internal procedures. All employees must be trained to co-

operate fully and to provide a prompt report of any STR/SAR/CTR. 

8.8.2 Education and training programs 

All relevant employees should be educated in the process of the KYC requirements to prevent ML and & 

combating TF. The training in this respect should cover not only the need to know the true identity of the 

customer but also, where a business relationship is being established, the need to know enough about the 

type of business activities expected in relation to that customer at the outset to know what might constitute 

suspicious activity at a future date. Concerned employees should be alert to any change in the pattern of a 

customer’s transactions or circumstances that might constitute criminal activity. 

 

Generally, all trainings could be divided in two types: 

i. general training; and 

ii. job specific training 

 

General training 

A general training program has to be organized on a yearly basis, which include the following: 

i. general information on the risks of ML and TF schemes, methodologies, and typologies; 

ii. legal framework, how AML/CFT related laws apply to DBH; 

iii. policies and systems with regard to customer identification and verification, due diligence, monitoring; 

iv. how to react when faced with a suspicious customer or transaction; 

v. how to respond to customers who want to avoid reporting requirements; 

vi. stressing the importance of not tipping off customer information; 

vii. STR/SAR/CTR requirements and processes; and 

viii. duties and accountabilities of employees. 

Job Specific Training 

a. New employee training 

For a new employee the compliance policy statement must be signed-off at the beginning of the joining and 

he/she must have an on the job training from the departmental head regarding the importance of AML/CFT 

activities. The new employee must also go through the yearly training on AML/CFT. 

b. Customer service/relationship managers 

Employees of the investment departments who are to deal directly with the public are the first point of contact 

with potential money launderers and terrorist financiers and their efforts are vital to the organization's strategy 
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to fight against ML and TF. They must be made aware of their legal responsibilities and the organization's 

reporting system for such transactions. Training should be provided on factors that may give rise to suspicions 

and on the procedures to be adopted when a transaction is deemed to be suspicious. 

c. Operation department 

Operation department employee who receives loan application forms and cheques for deposit into Company’s 

account should receive training on the processing and verification procedures of customer profile/CDD/EDD. 

In addition, they need to be trained on the organization's account opening and customer verification 

procedures. Employee should be aware that the offer to deploy suspicious funds or the request to undertake 

a suspicious transaction may need to be reported to the CAMLCO (or alternatively a line supervisor). 

d. Credit officers 

Training should reflect an understanding of the credit function. Judgments about collateral and credit require 

awareness and vigilance toward possible laundering and funding terrorists. Indirect lending programs and 

lease financing also call for KYC efforts and sensitivity to laundering risks. 

e. Audit and compliance officer 

Internal auditors are charged with overseeing, monitoring and testing ML/TF controls, and they should be 

trained about changes in regulation, money laundering and terrorist financing methods and enforcement, and 

their impact on the institution. 

f. Senior management commitment and role of the Board of Directors 

The most important element of a successful AML/CFT program is the commitment of senior management, 

including the Managing Director and the Board of Directors. AML/CFT issues may be communicated to the 

Board from time to time, if necessary. The message from top management and the Board of Directors will be 

“Zero Tolerance” in case of AML and CFT. 

g. AML/CFT compliance officer 

The AML/CFT compliance officer should receive in depth training in all aspects of the AML/CFT legislation, 

Bangladesh Financial Intelligence Unit (BFIU) directives, circulars, guidelines and internal policies. In addition, 

the AML/CFT Compliance Officer will require extensive instructions on the validation and reporting of 

STR/SAR/CTR and on the feedback arrangements, and on new trends and patterns of criminal activities. 

8.8.3 Independent audit function 

Independent audit function is very important to ensure the effectiveness of AML/CFT program. Auditors 

should act independently and report directly to the Board of Directors if there is any breach of policy and 

procedures. Auditor’s responsibilities regarding compliances are as follows: 

8.8.3.1 Internal audit 

The responsibilities of internal auditors are: 

• address on the adequacy of AML/CFT risk assessment; 
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• examine/attest the overall integrity and effectiveness of the management systems and the control 

environment; 

• examine the adequacy of Customer Due Diligence (CDD) policies, procedures and processes, and whether 

they comply with internal requirements; 

• perform appropriate transaction testing with particular emphasis on high risk operations (products, 

service, customers, regulatory and geographic locations); 

• assess the adequacy of the DBH processes for identifying and reporting STR/SAR/CTR; 

• communicate the findings to the CCU/Managing Director and/or Board in a timely manner; 

• track previously identified deficiencies and ensures that management corrects them; 

• assess training adequacy, including its comprehensiveness, accuracy of materials, training schedule and 

attendance tracking; 

• employee accountability for ensuring AML/CFT compliance; 

• effectiveness of training, in view of specific risks of individual business lines; etc. 

8.8.3.2 External Auditors’ 

External auditor shall play an essential part in reviewing the adequacy of controls by communicating their 

findings and recommendations to management via the annual management letter, which accompanies the 

audit report. External auditors should focus their audit programs on risk factors and conducts intensive reviews 

of higher risk areas where controls may be deficient. DBH may, if requires, facilitate the external auditors in 

reviewing whether the ML policies have been complied or not by the management. 
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Chapter 9: Offence of money laundering and punishment 

9.1 Offence 

For the purpose of this Act money laundering shall be deemed to be an offence. 

9.2 Punishment 

According to section 25(2) of Money Laundering Prevention Act, 2012, if any reporting organization violates 

the directions mentioned in sub-section (1) of section 25 of Money Laundering Prevention Act, 2012, 

Bangladesh Financial Intelligence Unit (BFIU) or Regulating authority of reporting organization may- 

a. imposes a fine of at least Taka 50 (fifty) thousand but not exceeding Taka 25 (twenty-five) lacs on the 

reporting organization; and 

b. in addition to the fine mentioned in clause (a), cancel the license or the authorization for carrying out 

commercial activities of the said organization or any of its branches, service centers, booths or agents, 

or as the case may be, shall inform the registration or licensing authority about the fact so that the 

relevant authority may take appropriate measures against the organization. 

In addition to the above-mentioned provisions there are some provisions of penalties in section 23 of Money 

Laundering Prevention Act, 2012. These are: 

Under section 23(3): If any reporting organization fails to provide with the requested information timely under 

this section, Bangladesh Financial Intelligence Unit (BFIU) may impose a fine on such organization which may 

extend to a maximum of Taka 5(five) lacs at the rate of Taka 10(ten) thousand per day and if any organization 

is fined more than 3(three) times in 1(one) financial year, BFIU may suspend the registration or license of the 

organization or any of its branches, service centers, booths or agents for the purpose of closing its operation 

within Bangladesh or, as the case may be, shall inform the registration or licensing authority about the fact so 

that the relevant authority may take appropriate measures against the organization. 

Under section 23(4): If any reporting organization provides with false information or statement requested 

under this section, Bangladesh Financial Intelligence Unit (BFIU) may impose a fine on such organization not 

less than Taka 20(twenty) thousand but not exceeding Taka 5(five) lacs and if any organization is fined more 

than 3(three) times in 1(one) financial year, BFIU may suspend the registration or license of the organization 

or any of its branches, service centers, booths or agents for the purpose of closing its operation within 

Bangladesh or, as the case may be, shall inform the registration or licensing authority about the fact so that 

relevant authority may take appropriate measures against the said organization. 

Under section 23(5): If any reporting organization fails to comply with any instruction given by Bangladesh 

Financial Intelligence Unit (BFIU) under this Act, BFIU may impose a fine on such organization which may 

extend to a maximum of Taka 5 (five) lacs at the rate of Taka 10 (ten) thousand per day for each of such non-

compliance and if any organization is fined more than 3(three) times in 1(one) financial year, BFIU may suspend 

the registration or license of the organization or any of its branches, service centers, booths or agents for the 
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purpose of closing its operation within Bangladesh or, as the case may be, shall inform the registration or 

licensing authority about the fact so that the relevant authority may take appropriate measures against the 

said organization. 

Under section 23(6): If any reporting organization fails to comply with any order for freezing or suspension of 

transaction issued by Bangladesh Financial Intelligence Unit (BFIU) under clause (c) of sub- section 23(1) of 

Money Laundering Prevention (Amendment) Act, 2015, BFIU may impose a fine on such organization not less 

than the balance held on that account but not more than twice of the balance held at the time of issuing the 

order. 

Under section 23(7): If any person or entity or reporting organization fails to pay any fine imposed by 

Bangladesh Financial Intelligence Unit (BFIU) under sections 23 and 25 of this Act, BFIU may recover the fine 

from accounts maintained in the name of the relevant person, entity or reporting organization in any bank or 

financial institution or BFIU, and in this regard if any amount of the fine remains unrealized, BFIU may, if 

necessary, make an application before the court for recovery and the court may pass such order as it deems 

fit. 

Under section 23(7):    ) এই আইদন বক্তন মত অপরাদের অনুসন্ধান ও তেদে ক ান তেে ারী সংস্থা ক ান ব্যাং  বা আক্তর্ ম  প্রক্ততষ্ঠাদনর ক ান 

গ্রাহদ র ক্তহসাব সংক্রাে েক্তিি ও তথ্যাক্তে উপযুি আোিদতর আদেিক্রদম অর্বা বাংিাদেি ফাইন্যাক্তিয়াি ইদেক্তিদেি ইউক্তনদের মাধ্যদম সংগ্রহ  ক্তরদত 

পাক্তরদব।    

Under section 23(8): If any reporting organization is imposed fine under sub-sections 23 (3), (4), (5) and (6), 

Bangladesh Financial Intelligence Unit (BFIU) may also impose a fine not less than Taka 10(ten) thousand but 

not exceeding Taka 5(five) lacs on the responsible owner, directors, officers and staff or persons employed on 

contractual basis of that reporting organization and, where necessary, may direct the relevant organization to 

take necessary administrative action. 

Under section 4: Offence of money laundering and punishment 

(1) For the purposes of this Act, money laundering shall be deemed to be an offence. 

(2) ক ান ব্যাক্তি মাক্তনিন্ডাক্তরং অপরাে  ক্তরদি বা মাক্তনিন্ডাক্তরং অপরাে সংগঠদনর কচষ্টা, সহায়তা বা ষড়যন্ত্র  ক্তরদি ক্ততক্তন অনূন্য ৪ (চার) বৎসর 

এবং অনক্তে  ১২ (বার) বৎসর পয মে  ারােদন্ড েক্তন্ডত হইদবন এবং ইহার অক্ততক্তরি অপরাদের সাদর্ সংক্তিষ্ট সম্পক্তির ক্তিগুণ মূদল্যর সমপক্তরমান 

বা ১০ (েি) িক্ষ ো া পয মে, যাহা অক্তে , অর্ মেদন্ড েক্তন্ডত হইদবন।  

 তদব িত ম র্াদ  কয, আোিত  র্তম  োয মকৃত সময়সীমার মদধ্য অর্ মেন্ড পক্তরদিাদে বইদি, আোিত অপক্তরদিাক্তেত অর্ মেন্ড ক্তবদবচনায় অক্ততক্তরি 

 ারােদন্ড েক্তন্ডত  ক্তরবার আদেি প্রোন  ক্তরদত পাক্তরদবন।  

(3) In addition to any fine or punishment, the court may pass an order to forfeit the property of the 

convicted person in favor of the State which directly or indirectly involved in or related with money 

laundering or any predicate offence. 

(4) ক ান সিা এই আইদনর অেীন ক ান  অপরাে সংগঠন  ক্তরদি, বা অপরাে সংগঠদনর কচষ্টা, সহায়তা বা ষড়যন্ত্র  ক্তরদি, োরা ২৭ এর ক্তবোন 

সাদপদক্ষ, উপোরা (২) এর ক্তবোন অনুসাদর ব্যবস্থা গ্রহন  রা যাইদব এবং অপরাদের সক্তহত সংক্তিষ্ট সম্পক্তির মূদল্যর অনূন্য ক্তিগুণ অর্বা ২০ 

(ক্তবি) িক্ষ ো া  যাহা অক্তে  হয়, অর্ মেন্ড প্রোন  রা যাইদব এবং উি প্রক্ততষ্ঠাদনর ক্তনবন্ধন বাক্ততি কযাগ্য হইদব। 

তদব িত ম র্াদ  কয, উি সিা আোিত  র্তম  োয মকৃত সময়সীমার মদধ্য অর্ মেন্ড পক্তরদিাদে বইদি, আোিত অপক্তরদিাক্তেত অর্ মেন্ড ক্তবদবচনায় 

সিার মাক্তি , কচয়ারম্যান বা পক্তরচাি  কয নাদমই অক্তিক্তহত  রা কহা  না ক ন, তাহার ক্তবরুদে  ারােদন্ড েক্তন্ডত  ক্তরবার আদেি প্রোন 

 ক্তরদত পাক্তরদব।  
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(5) It shall not be a prerequisite to charge or punish for money laundering to be convicted or sentenced 

for any predicate offence. 

Under section 5: Punishment for violation of an order for freezing or attachment 

Any person who violates a freezing or attachment order issued under this Act shall be punished with 

imprisonment for a term not exceeding 3(three) years or with a fine equivalent to the value of the property 

subject to freeze or attachment, or with both. 

Under section 6: Punishment for divulging information 

(1) No person shall, with an ill motive, divulge any information relating to the investigation or any other 

related information to any person, organization or news media. 

(2) Any person, institution or agent empowered under this Act shall refrain from using or divulging any 

information collected, received, retrieved or known by the person, institution or agent during the 

course of employment or appointment, or after the expiry of any contract of service or appointment 

for any purpose other than the purposes of this Act. 

(3) Any person who contravenes the provisions of sub-sections (1) and (2) shall be punished with 

imprisonment for a term not exceeding 2(two) years or a fine not exceeding Taka 50(fifty) thousand 

or with both. 

Under section 7: Punishment for obstruction or non-cooperation in investigation, failure to submit report or 

obstruction in the supply of information 

(1) Any person who, under this Act- 

(a) obstructs or declines to cooperate with any investigation officer for carrying out the investigation; 

or 

(b) declines to supply information or submit a report being requested without any reasonable ground; 

shall be deemed to have committed an offence under this Act. 

(2) Any person who is convicted under sub-section (1) shall be punished with imprisonment for a term 

not exceeding 1(one) year or with a fine not exceeding Taka 25 (twenty-five) thousand or with both. 

Under section 8: Punishment for providing false information 

(1) No person shall knowingly provide false information in any manner regarding the source of fund or 

self-identity or the identity of an account holder or the beneficiary or nominee of an account. 

(2) Any person who violates the provision of sub-section (1) shall be punished with imprisonment for a 

term not exceeding 3(three) years or a fine not exceeding Taka 50(fifty) thousand or with both. 

Under section 9: Investigation and trial of an offence 

(1) আপাতত বিবৎ অন্য ক ান আইদন যাহা ক্ত ছুই র্াকু  না ক ন, এই আইদনর অেীন অপরাে সমূহ োরা ২ (ঠ) কত উক্তিক্তিত তেে ারী সংস্থার 

 ম ম ত মা বা এতদুদেদে সর াদরর সক্তহত পরামি মক্রদম, বাংিাদেি ফাইন্যাক্তিয়াি ইদেক্তিদেি ইউক্তনে  র্তম  এ াক্তে  তেে ারী সংস্থার 

 ম ম ত মাদের সমন্বদয় গঠিত কযৌর্ তেে ারী েি তেে  ক্তরদব। 

(2) আপাতত বিবৎ অন্য ক ান আইদন যাহা ক্ত ছুই র্াকু  না ক ন, এই আইদনর অেীন অপরাে সমূহ Criminal Law (Amendment) 

Act 1958 (Act XL of 1958) এর Secction 3 এর অেীন ক্তনযুি কেিাি েে  র্তম  ক্তবচায ম হইদব। 
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(3) অক্তিযুি ব্যক্তি বা সিার সম্পক্তি অনুসন্ধান ও সনাি রদনর িদক্ষে তেে  ম ম ত মা  র্তম  এই আইদনর পািাপাক্তি অন্যান্য আইদন এতদুদেদে 

প্রেি ক্ষমতাও প্রদয়াগ  ক্তরদত পাক্তরদব। 

(4) তেে ারী সংস্থা এই আইদনর অেীন সংঘটিত অপরাে অনুসন্ধান বা তেে  ায মক্রম পক্তরচািনার ক্তবষয়টি বাংিাদেি ফাইন্যাক্তিয়াি ইদেক্তিদেি 

ইউক্তনে ক  অবক্তহত  ক্তরদব। 

Under section 27: Offences committed by an entity 

If any offence under this Act is committed by an entity, every proprietor, director, manager, secretary or any 

other officer, staff or representative of the said entity who is directly involved in the offence shall be deemed 

to be guilty of the offence, unless he is able to prove that the offence has been committed without his 

knowledge or he tried his best to prevent it. 

Explanation: In this section “director” includes any member of the partnership entity or any of the Board of 

Directors of the entity, by whatever name called. 

Under section 28: Protection of actions taken in good faith 

No suit or prosecution or administrative measures or any other legal proceedings shall lie against the 

Government or any officer or staff of the Government or Bangladesh Financial Intelligence Unit (BFIU) or any 

officer or staff of BFIU or the Investigating Agency or any officer or staff of the Agency or any reporting 

organization or its Board of Directors or any of its officers or staff for anything which is done in good faith 

under this Act or Rules made thereunder for which any person is or likely to be affected. 
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Chapter 10: Suspicious transaction/activity report (STR/SAR) 

The final output of all compliance programs is reporting of suspicious transaction or reporting of suspicious 

activity. Suspicious Transaction Report (STR) or Suspicious Activity Report (SAR) is an excellent tool for 

mitigating or minimizing the risk for financial institutions. So it is necessary for the safety and soundness of 

the institution. 

According to the provision of section 25(1)(d) of Money Laundering Prevention Act, 2012 and section 14 of 

Anti-Terrorism (Amendment) Act, 2013 DBH should report to Bangladesh Financial Intelligence Unit (BFIU) 

proactively and immediately, facts on suspicious, unusual or doubtful transactions likely to be related to 

ML/TF; because BFIU has the power to call STR/SAR from FIs related to ML/TF. 

10.1 General definition 

Generally, STR/SAR means a formatted report of suspicious transactions/activities where there are reasonable 

grounds to suspect that funds are the proceeds of predicate offence or may be linked to terrorist activity or 

the transactions do not seem to be usual one. Such report is to be submitted by financial institutions to 

Bangladesh Financial Intelligence Unit (BFIU). 

10.2 Legal definition 

Under section (2)(z) of Money Laundering Prevention Act, 2012 “suspicious transaction” means such 

transactions- 

(a) which deviates from usual transactions; 

(b) of which there is ground to suspect that, 

(1) the property is the proceeds of an offence, 

(2) it is financing to any terrorist activity, a terrorist group or an individual terrorist; 

(c) which is, for the purposes of this Act, any other transaction or attempt of transaction delineated in 

the instructions issued by Bangladesh Financial Intelligence Unit (BFIU) from time to time; 

In Anti-Terrorism (Amendment) Act, 2013, STR/SAR refers to the transaction that relates to financing for 

terrorism or terrorist individual or entities. 

One important thing may be noted that DBH do not require to establish any proof of occurrence of a predicate 

offence; it is a must to submit STR/SAR only on the basis of suspicion. 

10.3 Obligations of such report 

As per the Money Laundering Prevention (Amendment) Act, 2015, DBH is obligated to submit STR/SAR to 

Bangladesh Financial Intelligence Unit (BFIU). Such obligation also prevails under Anti-Terrorism (Amendment) 

Act, 2013. Other than the legislation, BFIU has also instructed the FIs to submit STR/SAR through BFIU Circular 

# 28, dated May 30, 2023. 

10.4 Reasons for reporting of STR/SAR 

STR/SAR is very crucial for the safety and soundness of our institutions and accordingly DBH should submit 

STR/SAR considering the followings: 
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i. it is a legal requirement in Bangladesh; 

ii. it helps protect the reputation of DBH; 

iii. it helps to protect DBH from unfounded allegations of assisting criminals, including terrorists; 

iv. it helps the competent authorities to investigate money laundering, terrorist financing, and other financial 

crimes; etc. 

 10.5 Identification and evaluation of STR/SAR 

Identification of STR/SAR is very crucial for DBH to mitigate the risk. Identification of STR/SAR depends upon 

the detection mechanism in place. Such identification may not only take place at the time of transaction but 

also at the time of doing KYC/CDD/EDD and attempt to transaction or financial relation. 

10.5.1 Identification of STR/SAR 

Identification of STR/SAR shall be started by identifying unusual transactions and activities. Transactions may 

be unusual in terms of complexity of transaction, nature of transaction, volume of transaction, time of 

transaction etc. Concerned employee can take following steps to detect STR/SAR: 

i. reviewing KYC profile; 

ii. monitoring customer transactions; and 

iii. using red flag indicator. 

Simply, if any transaction/activity is consistent with the information provided by the customer; that can be 

treated as normal and expected. When such transaction/activity is not normal & expected, it may be treated 

as unusual transaction/activity. 

In case of reporting of STR/SAR, DBH should conduct the following 3(three) stages: 

a) Identification: 

This stage is very vital for STR/SAR reporting. DBH need to monitor constantly the activities of the accounts of 

customers. Monitoring mechanisms should be more rigorous in high-risk areas of an institution having alert 

management mechanism and appropriate staff (e.g. the AML/CFT compliance officer) dealing with of 

unusual/suspicious transactions or activities. Training of staff on the identification of unusual/suspicious 

activity should always be an ongoing process. DBH must be vigilant in complying KYC meticulously and sources 

of funds of the customer to identify STR/SAR.  

 b) Evaluation: 

After identification of STR/SAR, compliance officer or BAMLCO should evaluate the transaction/activity by 

interviewing the customer or through any other means. In the evaluation stage concerned officer/BAMLCO 

must be tactful considering the tipping off provision of the acts. If they are not satisfied, they should forward 

the report to CCU. After receiving report from Head Office/branch CCU should also evaluate the report 

whether the STR/SAR report should be sent to BFIU or not. At every stage of evaluation DBH should keep 

records complying the requirement of Money Laundering Prevention (Amendment) Act, 2015. 
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c) Disclosure: 

This is the final stage to submit STR/SAR to Bangladesh Financial Intelligence Unit (BFIU), when there is valid 

reason/s to treat any transaction as suspicious, on the ground of ML/TF. For simplification a flow chart is given 

below to show STR/SAR identification and reporting procedures: 

10.6 Reporting of STR/SAR 

DBH as per Money Laundering Prevention (Amendment) Act, 2015 and Anti-Terrorism (Amendment) Act, 2013 

are obligated to submit STR/SAR to Bangladesh Financial Intelligence Unit (BFIU). Such report must be sent to 

the BFIU from CCU by using specified format/instruction given by them.  

10.7 Tipping off 

“Tipping off” means to disclose to the concerned person regarding the reporting/investigation process. The 

offence of “tipping off” occurs when information or any other matter which might prejudice the investigation 

is disclosed to the suspect of the investigation (or anyone else) by someone who knows or suspects (or in the 

case of terrorism, has reasonable cause to suspect) that an investigation into money laundering has begun or 

is about to begin, or the police/investigating authority have been informed of suspicious activities, or a 

disclosure has been made to another employee under internal reporting procedures. 

Section 6 of Money Laundering Prevention (Amendment) Act, 2015 and FATF Recommendation no. 21 

prohibits reporting agencies, their directors, officers and employees from disclosing the fact that an STR/SAR 

or related information is being reported to Bangladesh Financial Intelligence Unit (BFIU). A risk exists that 

customers could be unintentionally tipped off when DBH is seeking to perform its CDD obligation. 

10.8 Penalties of tipping off 

As per section 6(2) & (3) of Money Laundering Prevention Act, 2012, the following penalties and/or 

punishment shall impose against any of the directors, officers and employees: 

Section 6(2) of this Act: Any person, institution or agent empowered under this Act shall refrain from using or 

divulging any information collected, received, retrieved or known by the person, institution or agent during 

the course of employment or appointment, or after the expiry of any contract of service or appointment for 

any purpose other than the purposes of this Act. 

Section 6(3) of this Act: Any person who contravenes the provisions of sub-sections (1) and (2) shall be 

punished with imprisonment for a term not exceeding 2(two) years or a fine not exceeding Taka 50(fifty) 

thousand or with both. 

10.9 “Safe Harbor” provision for reporting 

Safe harbor laws encourage reporting agencies to report all suspicious transactions by protecting financial 

institutions and employees from criminal and civil liability when reporting suspicious transactions in good faith 

to competent authorities. Section 28 of Money Laundering Prevention Act, 2012 provides the safe harbor for 

reporting. 
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10.10 Indicators of STR/SAR 

10.10.1 Frequent change of customer address 

A customer who moves every month, particularly if there nothing happened in that person’s information 

suggesting that frequent changes in residence is normal, could be suspicious. 

 

10.10.2 Out of market windfalls 

Concerned officer shall pay attention to those customers/clients whose address is far from the Company, 

especially if there is no special reason for the same, it should be investigated whether there are institutions 

closer to home that could provide service to the customer. If the customer is a business man, the distance to 

its operations may be an attempt to prevent DBH from verifying their business condition. 

10.10.3 Suspicious customer behavior 

Some typical behavior having intention to do suspicious transaction of a customer is: 

i. unusual or excessively nervous demeanor; 

ii. discusses on record-keeping or reporting duties with the apparent intention of avoiding them; 

iii. threatens an employee in an effort to discourage required record keeping or reporting; 

iv. reluctant to proceed with a transaction after being told it must be recorded; 

v. appears to have a hidden agenda or behaves abnormally, such as turning down the chance to obtain a 

higher interest rate on a large account balance; 

vi. who is a public official opens account in the name of a family member who begins making large deposits 

not consistent with the known source of legitimate family income; 

vii. a student uncharacteristically transacts large sums of money; and 

viii. an agent, attorney or financial advisor act for another person without proper documentation such as a 

power of attorney etc. 

10.10.4 Suspicious customer identification 

Some typical examples having intention to hide identification towards suspicious transactions of a customer: 

i. furnishes unusual or suspicious identification documents and is unwilling to provide personal data; 

ii. is unwilling to provide personal background information when opening an account; 

iii. permanent address is outside the FI‟s service area; 

iv. asks many questions about how the financial institution disseminates information about the identification 

of a customer; and 

v. reluctant to reveal details about the business activities or to provide financial statements or documents 

about a related business entity. 

10.10.5 Suspicious non-cash deposits 

Some typical examples of non-cash deposits having intention to do suspicious transactions of a customer: 

i. deposits large numbers of consecutively numbered money orders or round figure amounts; 

ii. deposits cheques and/or money orders that are not consistent with the intent of the account or nature of 

business; 
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iii. funds out of the accounts are not consistent with normal business or personal items of the account holder; 

and 

iv. funds deposited are moved quickly out of the account via payment methods inconsistent with the purpose 

of the account. 

10.10.6 Suspicious activity in credit transactions 

Some typical examples of credit transactions having intention to do suspicious transactions of a customer: 

i. financial statements do not conform with the accounting principles; 

ii. suddenly pays off a large problem loan with no reasonable explanation of source of funds; and 

iii. produce/lien certificate of deposit and use as collateral of a loan/lease. 

10.10.7 Suspicious commercial account activity 

Some typical examples of commercial account activity having intention to do suspicious transactions of a 

customer: 

i. business customer presents financial statements noticeably different from those of similar businesses; and 

ii. large business presents financial statements that are not prepared by professional accountant. 

 10.10.8 Suspicious employee activity 

Some typical examples of activities having intention to help customer to do suspicious transactions towards 

ML/TF of an employee: 

i. exaggerates the credentials, background or financial ability and resources of a customer in written reports 

as per Company requirements; 

ii. frequently is involved in unresolved exceptions or recurring exceptions on exception reports; 

iii. lives a lavish lifestyle that could not be supported by his/her salary and background; and 

iv. frequently overrides internal controls or established approval authority or avoid policy. 

10.10.9 Suspicious activity in an FI setting 

Some typical examples of activity of a customer in relation to suspicious transactions towards ML/TF using 

setting of financial institution: 

i. request of early encashment; 

ii. a DPS (or whatever) calling for the periodic payments in large amounts; and 
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Chapter 11: Reporting cash transaction report (CTR) 

The Deputy Chief Anti-Money Laundering Compliance Officer (DCAMLCO) and Branch Anti-Money Laundering 

Compliance Officer (BAMLCO) will monitor and analyze the daily cash transactions and prepare Cash 

Transaction Report (CTR) as prescribed in the Circular # 28, dated: May 30, 2023 of Bangladesh Financial 

Intelligence Unit (BFIU) under Clause # 6. As per the circular: 

1. in case of cash deposit or cash withdrawal and online cash deposit or any other online deposit or 

withdrawal in a particular account in a particular day, the transaction amount is Tk.10.00 lac and more 

through one or more transactions in a single/individual account, concerned officer will send a report 

to Central Compliance Unit (CCU) in Head Office by the end of the 1st week of subsequent month for 

onward submission of the same to BFIU within 21st day of the corresponding next month using goAML 

web of BFIU; 

2. the DCAMLCO/BAMLCO will analyze the CTR(s) meticulously before reporting the same to CCU to 

identify any suspicious transaction or activity. If something is found suspicious or unusual, they will 

send them to CCU members for scrutiny and upward reporting as STR. If the CCU, after review, 

discovers any transection/s as suspicious/unusual they shall direct to the responsible officer to report 

the account/s as STR using the goAML web; 

3. in case, if they don’t find anything suspicious/unusual the CAMLCO will make a certification with the 

CTR report stating that “we have checked and didn’t find anything suspicious in the CTR and will send 

the same to BFIU through the Message Board of the goAML web; 

4. the Head Office as well branch/es will preserve the CTR report, if any, on monthly basis; 

5. the Head Office as well branch/es will keep record of the CTR at least for 5(five) years from the date 

of the reporting; 

6. in case of cash deposits of Government (including ministry and division) account, Government owned 

Organization, Semi-Government or Autonomous Organization CTR report is not applicable but in case 

of withdrawal the same shall be applicable; and 

7. the CTR report is effective from July 2015. 
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Chapter 12: Record keeping 

12.1 Statutory requirement 

DBH should preserve all necessary records on transactions for a specific period as mentioned in the Companies 

Act, 1994. 

However, in terms of section 25(1)(b) of Money Laundering Prevention Act, 2012, and FATF Recommendation 

no.11, DBH requires to preserve previous records of transactions of closed account (s) for at least 5(five) years 

from the date of closure. This will enable DBH to comply swiftly with information requests from the competent 

authorities. Such records must be sufficient to permit reconstruction of individual transactions so as to 

provide, if necessary, evidence for prosecution of criminal activity. 

Records relating to verification of identity generally comprise the followings: 

a. a description of the nature of all the evidence received relating to the identity of the verification subject; 

and 

b. the evidence itself or a copy of it or, if that is not readily available, information reasonably sufficient to 

obtain such a copy. 

Records relating to transactions generally comprise the followings: 

a. details of personal identity, including the names and addresses, etc. pertaining to: 

• the customer; 

• the beneficial owner of the account or product; 

• the non-account holder conducting any significant one-off transaction; and 

• any counter-party. 

b. details of transaction including: 

• nature of transactions; 

• volume of transactions, customer’s instruction(s) and authority; 

• source/s of funds; 

• destination/s of funds; 

• book entries; 

• date of the transaction; 

• form in which funds are offered and paid out; 

• parties to the transaction; and 

• identity of the person who conducted the transaction on behalf of the customer. 

As per the Money Laundering Prevention Act, 2012, the records of identities of customers shall have to be 

kept for at least 5(five) years from the date when the relationship with the customer has ceased. This is the 

date of: 

a. closing of an account; or 

b. providing of any financial services; or 

c. carrying out of the one-off transaction; or 

d. ending of the business relationship; or 
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e. commencement of proceedings to recover debts payable on insolvency. 

12.2 Retrieval of records 

The relevant records of the customers must be maintained in a systematic manner as prescribed in prevailing 

domestic as well relevant international legislative requirement. The Company thus may retrieve easily and 

provide the customer’s information or customer’s transaction record without any delay to the regulatory body, 

law enforcing authority or for the purpose of internal use. 

 12.3 STR /SAR/CTR and investigation records 

DBH should not destroy any STR/SAR/CTR related records of customer or transaction without the consent of 

the Bangladesh Financial Intelligence Unit (BFIU) where: (1) Company has submitted a report of suspicious 

transaction; or (2) it is known that a customer or any transaction is under investigation, even after expiration 

of the maximum preservation period of 12 (twelve) years as per law or conclusion of the case, as the case may 

be. To ensure the preservation of such records DBH should maintain a register or tabular records of all 

investigations and inspection made by the investigating authority or BFIU and all disclosures to the BFIU. The 

register should be kept separate from other records and contain as a minimum the following details: 

a. the date of submission and reference of the STR/SAR/CTR; 

b. the date and nature of the enquiry; 

c. the authority who made the enquiry, investigation with reference; and 

d. details of the account(s) involved. 

12.4 Training records 

DBH shall maintain training records which include: 

a. details of the content of the training programs provided; 

b. the names of staff who have received the training; 

c. the date/duration of training; 

d. the results of any testing carried out to measure staffs understanding of the requirements; and 

e. an on-going training plans. 

12.5 Branch level record keeping 

To ensure the effective monitoring and demonstrate compliance with the concerned regulations, DBH shall 

have to ensure the keeping or availability of the following records at the Head Office and/or branch level either 

in hard form or electronic form: 

a. information regarding Identification of the customer; 

b. KYC information of a customer; 

c. transaction report; 

d. STR/SAR/CTR generated from the Head Office/branch; 

e. exception report; 

f. training record; and 

g. return submitted or information provided to the Head Office or competent authority. 
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12.6 Sharing of record/information 

Financial Institutions shall share account related information only to the investigating agency as mentioned in 

the para 2 (ঠ) of the Money Laundering Prevention (Amendment) Act, 2015. 
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Chapter 13: Non face to face customer 

13.1 Definition 

Non-face-to-face account opening refers to a situation where the customer is not interviewed and the signing 

of account opening forms and identification of documents of the customer are not conducted in the presence 

of concerned officer of a financial institution. 

13.2 What to do in case of non-face-to-face customer 

Sometimes, DBH is required to open accounts on behalf of customers who do not present themselves for 

personal interview i.e. no face-to-face contact with the customer. In such situation collection of photographic 

and other related documents will not be an appropriate procedure. The following steps need to be taken under 

such circumstances: 

a. apply Enhanced Due Diligence (EDD) or Enhanced Customer Due Diligence (Enhanced CDD); 

b. apply extensive customer identification procedures for non-face-to-face customers; 

c. shall not allow non-face-to-face contact to a resident in establishing relationship; 

d. original current passport or ID card shall be verified and certified true copy thereon shall be obtained and 

preserved; 

e. ensure that there are sufficient evidences to conform address and personal identity. The concerned 

employee shall take at least one additional check to safeguard against impersonation; 

f. ask additional documents to complement those which are required for face-to-face customers; 

g. independent contact with such customer; 

h. third party introduction, where necessary; 

i. update customer’s information more frequently than face-to-face customers; and 

j. in extreme cases, refusal of business relationship for high risk customers with the approval of the 

Managing Director. 

The above should apply to all new as well as existing customers on the basis of materiality and risk, and 

accordingly due diligence should be conducted on the existing customers based on appropriate judgment. 
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Chapter 14: Statement of compliance 

DBH should obtain a “Statement of Compliance” on prevention of money laundering and combating terrorist 

financing from its all employees. Such statement should be duly signed by respective employee and preserved 

in the employees’ personal files. 

 

In the statement of compliance, every employee should solemnly declare and confirm that as an employee of 

DBH I: 

i. have read the Company’s Guidelines on “Prevention of Money Laundering and Combating Terrorist 

Financing”; as well as circulars/directives of Bangladesh Financial Intelligence Unit (BFIU) and 

Government’s Acts on Anti-Money Laundering and Anti-Terrorism and understood the implications 

thereof; 

ii. shall comply the applicable laws and regulations and corporate ethical standards; 

iii. shall comply all the rules and regulations in the normal course of my assignments. It is my 

responsibility to become familiar with the rules and regulations that relate to my assignment; and 

iv. shall be held responsible for carrying out compliance responsibilities on prevention of Money 

Laundering and combating Terrorist Financing meticulously. 

The CAMLCO should also ensure that all new employees of the Company shall read this policy, understand the 

implications there of and sign the “Statement of Compliance”. After signing off, it should be sent to HR for 

preserving in the newly appointed employee’s personal file. 

A typical format on “Statement of Compliance” has been given at “Annexure-G” of this Guidelines. 
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Chapter 15: Confidentiality of information 

All information generated, exchanged or provided with any personnel of the Company in the context of ML/TF 

must be on strict controls and safeguards to ensure that the information is used only in an authorized manner, 

consistent with provisions of regulation of the Government and Bangladesh Financial Intelligence Unit (BFIU). 

15.1 Restriction on sharing of record/information as per Money Laundering Prevention (Amendment) Act, 

2015 and Anti-Terrorism (Amendment) Act, 2013 

i. Any person, institution or agent empowered under these Acts shall refrain from using or divulging any 

information collected, received, retrieved or known by the person, institution or agent during the 

course of employment or appointment, or after the expiry of any contract of service or appointment 

for any purpose other than the purposes of these Acts. 

ii. Financial Institutions shall share account related information only to the investigating agency as 

mentioned in the para 2 (ঠ) of the Money Laundering Prevention (Amendment) Act, 2015. As per para 

2 (ঠ) of the Money Laundering Prevention (Amendment) Act, 2015 “Investigating Agency” means – 

তেে ারী সংস্থা অর্ ম এই আদনর অন্য ক ান ক্তবোদন ক্তিন্নরূপ ক ান ক্ত ছু না র্াক্ত দিেঃ-  

(অ) েফা (ি) এ বক্তন মত “সমৃ্পি অপরাে” তেদের েন্য সংক্তিষ্ট আইদন ক্ষমতাপ্রাপ্ত তেে ারী সংস্থা ; তদব িত ম র্াদ  কয, কয স ি সমৃ্পি 

অপরাে বাংিাদেি পুক্তিি  র্তম  তেেদযাগ্য তাহা বাংিাদেি পুক্তিদির অপরাে তেে ক্তবিাগ (criminal investigation department) 

 র্তম  তেে  ক্তরদত হইদব; 

(আ) সর াদরর সক্তহত পরামি মক্রদম বাংিাদেি ফাইন্যাক্তিয়াি ইদেক্তিদেি ইউক্তনে  র্তম  ক্ষমতা প্রাপ্ত উপ-েফা (অ) এ উদিক্তিত এ  বা 

এ াক্তে  তেে ারী সংস্থা। 

15.2 Penalties for divulging information 

Section 6 of Money Laundering Prevention (Amendment) Act, 2015: If any person, institution or agent 

empowered under this act divulges any information collected, received, retrieved or known by the person, 

institution or agent during the course of employment or appointment, or after the expiry of any contract of 

service or appointment for any purpose other than the purpose of this act shall be punished with 

imprisonment for a term not exceeding 2(two) years or a fine not exceeding Taka 50(fifty) thousand or with 

both. 
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Part-B 

Combating the Financing of Terrorism 

1. Introduction 

Terrorist Financing has become a massive threat in recent years. As such, terrorist financing has become a 

great concern for all countries in the world. It is widely acknowledged to be an essential component of terrorist 

activity as terrorists are able to facilitate their activities only, if they have the financial resources to do so. The 

consequences of terrorist activities are tremendous and devastating. So, combating financing of terrorism is 

indispensable for the economy and also for the security of our country. The Government of Bangladesh has 

given top most priority to this issue. As such, Anti-Terrorism Act, 2009 was enacted by the Parliament of the 

People’s Republic of Bangladesh, which has already been amended in 2012 and 2013. The Act has been 

effective from the June 11, 2008. In the Anti-Terrorism Act, 2009 terrorist financing has been termed as 

criminal activity and the role of Financial Institutions (FIs) to fight against financing of terrorism has been 

specified. It is considered that the fight against financing of terrorism is a combined effort and policy has been 

drawn accordingly. 

2. What is terrorist financing 

As per Section 7 of Anti-Terrorism Act, 2009: 

1. If any person or entity willfully provides, receives, collects or makes arrangements for money, service or any 

other property, whether from legitimate or illegitimate source, by any means, directly or indirectly, with the 

intention that, it would, in full or in part, be used- 

a. to carry out terrorist activity; 

b. by a terrorist person or entity for any purpose, or is in the knowledge that it may be used by a terrorist 

person or entity; the said person or entity shall be deemed to have committed the offence of terrorist 

financing. 

2. Conviction for terrorist financing shall not depend on any requirement that the fund, service or any other 

property mentioned in sub-section (1) was actually used to carry out or direct or attempt to carry out a terrorist 

act or be linked to a specific terrorist act. 

3. If any person is convicted of any of the offences mentioned in sub-section (1), the person shall be punished 

with rigorous imprisonment for a term not exceeding 20(twenty) years but not less than 4(four) years, and in 

addition to that, a fine equivalent to twice the value of the property involved with the offence or Taka 10(ten) 

lac, whichever is greater, may be imposed. 

4. If any entity is convicted of any of the offences mentioned in the sub-section (1)- 

a. steps may be taken against the entity in accordance with section 18 and in addition to that a fine 

equivalent to thrice the value of the property involved with the offence or of Taka 50(fifty) lac, 

whichever is greater, may be imposed; and 
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b. the head of that entity, whether he is designated a Chairman, Managing Director, Chief Executive or 

by whatever name called, shall be punished with rigorous imprisonment for a term no exceeding 

20(twenty) years but not less than 4(four) years and, in addition to that, a fine equivalent to twice the 

value of the property involved with the offence or of Taka 20(twenty) lac, whichever is greater, may 

be imposed unless he is able to prove that the said offence was committed without his knowledge or 

he had tried his best to prevent the commission of the said offence. 

3.  International requirement on combating TF and proliferation of weapons of mass destruction 

United Nations Security Council Resolution (UNSCR) 1267 and 1373 have been adopted under Article VII of 

UNSCR charter, which means these resolutions are obligatory for every jurisdiction. Accordingly, BFIU 

instructed FIs to take necessary action on UNSCR 1267 and 1373; banned list of Bangladesh Government by 

their BFIU circular # 28/2023 to: 

i. introduce a Board approved policy regarding prevention of financing of terrorism and proliferation of 

weapons of mass destruction; 

ii. instruct all concerned employees about their responsibilities and review the instruction, when 

necessary; 

iii. introduce a software to keep records of updated lists of terrorists of UNSCR 1267 and 1373 or of 

Bangladesh government; 

iv. monitor regularly the terrorists list of UNSCR or of Bangladesh Government to monitor whether any 

account, directly or indirectly, maintaining with DBH. If so, shall require to be reported directly to 

Bangladesh Financial Intelligence Unit (BFIU) without delay; and 

v. stop transaction of account of any person or entity whose names are listed with UNSCER 1373 and 

banned list of Bangladesh Government and inform BFIU immediately. 

In a nut shell, to comply with this direction DBH should require to monitor the UN sanction list and Bangladesh 

Government’s banned list against ML/TF regularly and if any account or transaction is found to have any 

connection with the lists, shall have to inform BFIU immediately. 

4. The link between ML and TF 

The techniques used to launder money are essentially the same as those used to conceal the sources of, and 

uses for, terrorist financing. But funds used to support terrorism may originate from legitimate sources, 

criminal activities, or both. Nonetheless, disguising the source of terrorist financing, regardless of whether the 

source is of legitimate or illicit origin, is important. If the source can be concealed, it remains available for 

future terrorist financing activities. Similarly, it is important for terrorists to conceal the use of the funds so 

that the financing activity goes undetected. 

As noted above, a significant difference between money laundering and terrorist financing is that the funds 

involved may originate from legitimate sources as well as criminal activities. Such legitimate sources may 

include donations or gifts of cash or other assets to organizations, such as foundations or charities that, in 

turn, are utilized to support terrorist activities or terrorist organizations. 
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5. Why DBH must combat financing of terrorism 

1. Financing of Terrorism was termed as criminal activity under United Nations International Convention for 

the Suppression of the Financing of Terrorism in 1999. To reinforce the 1999 Convention, United Nations 

adopted UNSC Resolutions 1373 and 1390 directing member states to criminalize Financing of Terrorism 

and adopt regulatory measures to detect, deter and freeze terrorists’ assets. The resolutions oblige all 

countries to deny financing, support and safe harbor for terrorists. 

2. Bangladesh has been actively involved in multinational and international institutions. Its international 

relationship and business, banking business in particular are regulated by some domestic and international 

regulations. So, it is mandatory to abide by those regulations. Financial Action Task Force (FATF), the 

international standard setter, adopted 40 recommendations for AML/CFT in the year, 2012. So, DBH must 

be involved in international effort to CFT. 

3.    It is increasingly evident that terrorists and their organizations need to raise significant amounts of cash 

for a wide variety of purposes for recruitment, training, travel and materials as well as often payment for 

safe heaven protection. So, to root out terrorism, DBH must stop the flow of funds. 

4.   The consequences of allowing the financial system to facilitate the movement of terrorist money are so 

terrible that every effort must be made to prevent this from happening. So CFT is not only the regulatory 

requirement but also an act of self-interest. 

6. Purpose of the policy 

Both ML and TF have been identified as major threats to the financial services community. The management 

of DBH has recognized prevention of ML and combating TF as a team effort. This section outlines policies, 

procedures and measures to be taken for combating financing of terrorism. 

7. Policy statement 

Pursuant to the Money Laundering Prevention Act, 2012 (as amended in 2015) and Anti-Terrorism Act, 2009 

(as amended in 2013), the Bangladesh Financial Intelligence Unit (BFIU) has issued a circular # 28, dated May 

30, 2023 elaborating the responsibilities of FIs to prevent ML/ combat TF. 

 

As such, DBH is committed to implement the provisions of the Anti-Terrorism (Amendment) Act, 2013, and 

also the guidelines and instructions issued by BFIU from time to time in respect of transaction monitoring 

systems and operational processes. 

 

DBH is committed to assist and co-operate with the relevant law enforcement authorities, the BFIU whenever 

possible and to the fullest extent possible as per sub section 3 of section 15 of Anti-Terrorism Act, 2009. 

 

It is the policy of DBH to adhere to all of the provisions of Anti-Terrorism Act, 2009 and other regulations by 

implementing this policy and subsequent procedures. 

8. Enforcement 

Management of DBH is responsible for ensuring that the directives are implemented and administered in 

compliance with the approved policy. Changes to the policy will require approval by the Board of Directors. 
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The Management of DBH is empowered to effect changes in operating procedures, standards, guidelines and 

technologies etc. 

9. Exceptions to the policy 

Requests for exceptions to this policy must be specific and may only be granted on specific items, rather than 

to entire sections. Concerned executives shall communicate their requests with exceptions to the Managing 

Director. 

10. Procedure 

All financial institutions must be committed to combat TF. Guidelines on Prevention of Money Laundering are 

written in Part-I of the guidelines. 

 

DBH believes that strict adherence to the existing AML Policy Guidelines provides basic AML controls which 

also serves as primary controls for detection and combating of TF. Therefore, in addition to the existing AML 

Policy Guidelines, the following extra due diligence and vigilance will be exercised to detect and combat TF. 

 

Under direct control of the Managing Director of DBH, AMD/DMD/SEVP/EVP and all Head of Divisions on their 

part, Central Compliance Unit for Prevention of Money Laundering and Combating Terrorist Financing headed 

by CAMLCO, DCAMLCO, all Branch Manager/s, Branch Anti-Money Laundering Compliance Officers (BAMLCO), 

compliance officers and all other employees including contracted and outsourced staffs will be responsible for 

ensuring compliance with the Money Laundering Prevention Act, 2012 and the Anti-Terrorism Act, 2009 and 

relevant directives/circulars of Bangladesh Financial Intelligence Unit (BFIU) in this regard. 

11. General procedures for customer due diligence (CDD)/know your customer (KYC) 

1. The new uniform account opening form and KYC profile have now become the integral part of 

establishing account relationship. They are mandatory and a vital reference point to all account 

relationship. 

2. With regard to KYC/CDD, customer’s risk assessment, record keeping and suspicious transaction 

reporting, concerned employees will follow the procedure as stated in the AML/CFT Guidelines. 

3. As KYC/CDD is an important component of the AML/CFT process, the ongoing monitoring of individual 

transactions on customer accounts is crucial to improve the ability of the institution to detect criminal 

activities. 

4. IT Division may develop automated systems and processes for classifying customers on the basis of 

the risk matrix provided by BFIU under new KYC Profile, monitoring transactions with the transaction 

profile provided by the customers & incorporating watch list as per UN Resolutions in software. These 

new systems will improve ability of the employees to detect unusual transactions, help the authorities 

to identify and respond to new money laundering and terrorist financing techniques. 

5. DCAMLCO/Branch Manager/BAMLCO/Compliance Officer, as the case may be, will monitor customer’s 

transaction regularly in order to identify suspicious transactions/activities related to both money 

laundering and terrorist financing. They will also oversee the day to day activities of the Branch and 

confirm compliance of the instructions of concerned authority. 
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6. If any news regarding involvement in terrorist financing is published in any reliable online/offline 

newspaper, then upon suspending/stopping the financial transaction of the suspected person, DBH 

shall immediately submit the account related information & supporting documents of that account 

holder to BFIU. In addition to that, financial transaction of associated person (if any) are to be 

monitored meticulously; 

7. Electronic database containing the name of terrorists/groups declared by UN Resolution 1373 (2001), 

Bangladesh Government and foreign FIU shall be preserved centrally. 

12. Non-profit & NGO sector 

Accounts of charities, NPOs, NGOs to be treated as high risk accounts and EDD will be performed at the time 

of opening and operating such accounts for combating TF. 

13. Training and awareness of the employees 

DBH will continue to devote considerable resource to establish and maintain employees’ awareness of the 

risks of TF, and their competence to identify and report relevant suspicions in this area. The company is 

dedicated to a continuous program of increasing awareness and training of employees’ at all appropriate levels 

in relation to their knowledge and understanding of CFT issues, their respective responsibilities and the various 

controls and procedures introduced by DBH to combat TF. 

14. Self-assessment 

This policy requires that appropriate and timely self-assessments, tests, audits and evaluations be conducted 

to ensure that DBH is in compliance with the CFT regulations. Each and every Branch shall assess their 

performance half yearly according to Circular no. 28, dated: May 30, 2023 of Bangladesh Financial Intelligence 

Unit (BFIU). The shortcomings identified be overcome and complied within next quarter. 

15.  Independent testing procedures 

As per Circular No. 28, dated: May 30, 2023, of Bangladesh Financial Intelligence Unit (BFIU) testing on CFT is 

to be conducted by the ICC department. While conducting the same, they should also look into, whether the 

directives of Anti-Terrorism (Amendment) Act, 2013; and BFIU’s directives issued from time to time in this 

respect are followed meticulously by the Branches. 

 

Mentionable that Compliance of CFT is the responsibility of each employee of DBH. Therefore, all guidelines 

related to AML/CFT be updated as and when required and circulated and ensured that all employees are aware 

of the Anti-Terrorism Act, 2009, internal guidelines and other policies and procedures. 

16. Monitoring 

DBH shall effectively reciprocate monitoring of procedures and controls that meet the requirements of DBH’s 

policy, standards and Rules and Regulations under Anti-Terrorism (Amendment) Act, 2013. 

 

 

 



 

63 

16.1 Monitoring process 

Appropriate monitoring program for the activities and transactions routed through the customer’s account 

should be instituted. Depending on the type and nature of the account, DBH may fix/set specific threshold to 

identify the customer activities that do not appear to commensurate with the customer’s business activities. 

16.2 Suspicious transaction/activity report (STR/SAR): 

When there is a suspicion that funds are linked to terrorist financing, concerned officer will submit identified 

suspicious transaction/activity to their respective DCAMLCO, BAMLCO and Compliance Officer. They shall send 

a copy of the same with comments through the Branch Manager to CAMLCO without any dely. The STRs/SARs 

must be reported to Bangladesh Financial Intelligence Unit (BFIU) within shortest possible time after due 

verification through CCU. The utmost secrecy must be maintained while submitting STRs/SARs as per directives 

of BFIU.  

17. Responsibilities 

The management of DBH shall take necessary measures, with appropriate caution and responsibility, to 

prevent and identify financial transactions which are connected to any offence under the Anti-Terrorism Act, 

2009 and shall report identified suspicious transaction/activity, if any, to Bangladesh Financial Intelligence Unit 

(BFIU) immediately. 

 

The Board of Directors, or in the absence of the Board of Directors, the Managing Director shall approve and 

issue directions regarding the duties of its officers and shall ascertain whether the directives issued by BFIU 

under section 15 of Anti-Terrorism Act, 2009 (as amended in 2013), which are applicable to DBH as reporting 

agency, have been complied or not. 

  

The responsibilities of the officials of DBH are presented below in tabular form for easy understanding and 

smooth implementation by the concerned employee/s: 

 

Responsible 

Departments or 
Officials 

Responsibilities 

Officer in charge who 
is responsible for 
opening new 
accounts / making 
transaction 

a. To interview the potential customer; 

b. verify customer profile; 

c. to arrive at threshold limit for each account (new as well as existing) and to exercise 

due diligence in identifying suspicious transactions/activities; 

d. to restrict non opening of accounts in the name of terrorist/banned organizations; 

e. to adhere with the provisions of Anti-Terrorism (Amendment) Act, 2013; and 

f. to comply with the guidelines issued by Bangladesh Financial Intelligence Unit (BFIU) 

and by the company from time to time in respect of opening and conducting of 
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Chief Risk Officer To assess the TF risk involves in operating activities of the Company and to evaluate 

adequacy and effectiveness of the control mechanism set for safeguarding the Company’s 

risks. 

Head of Operations a. To scrutinize and ensure that the information furnished in the account opening 

form/customer profile/threshold limit are in strict compliance with AML/CFT 

Guidelines before authorizing opening of account; and 

b. to certify regarding compliance with AML/CFT Guidelines and report suspicious 

transactions to CAMLCO/Managing Director. 

Internal Auditor To verify and record his comments on the effectiveness of measures taken by the concerned 

officials and the level of implementation of AML/CFT Guidelines. 

CAMLCO a. To implement and enforce Company’s CFT policies; 

b. send to STR/SAR/CTR to Bangladesh Financial Intelligence Unit (BFIU); 

c. to inform DCAMLCO/BAMLCO required actions, if any, to be taken. 

DCAMLCO a. To assist CAMLCO to implement and enforce Company’s CFT policies; 

b. send STR/SAR/CTR to Bangladesh Financial Intelligence Unit (BFIU) through CCU; 

c. ensuring flow of information to BAMLCO towards reporting to CAMLCO and CCU; and 

d. to assist CAMLCO to take other required actions, if any, to be taken. 

BAMLCO a. Ongoing monitoring of customer’s KYC profile/CDD/EDD and transaction activities; 

b. report STR/SAR/CTR through branch manager to CAMLCO/CCU; 

c. provide CFT training to branch employees while giving training on AML; 

d. communicate and update to all employees in case of any changes in national or 

Company’s own policies; 

e. organize a meeting with all executives/officers at least once after each quarter end as 

per Circular # 28/2023 of Bangladesh Financial Intelligence Unit (BFIU); and 

f. submit Self-Assessment Report to CAMLCO/CCU and ICC, as the case may be, on 

Branch Manager a. Ensure that the CFT program is effective within the Branch; 

b. overall responsibility to ensure that the Branch has an effective CFT program in place 

and that it is working effectively. 

Top Management Prompt reporting of information regarding STR/SAR/CTR to concerned law enforcing 

authority in consultation with the competent authority/ies. 

Managing Director Overall responsibility to ensure that DBH has CFT program in place and that it is working 

effectively. 

 

However appropriate disciplinary action will be initiated against the delinquent official for violation of this 

policy. 

18. Penalties for non-compliance of Anti-Terrorism Act, 2009 

(a) According to section 16(3), subsequently amended by section 15 of Anti-Terrorism (Amendment) Act 

2013, if any reporting agency fails to comply with the directions laid down in section 16(1), the said 

reporting agency shall be liable to pay a fine determined and directed by Bangladesh Financial 

Intelligence Unit (BFIU) not exceeding Taka 25(twenty five) lac and BFIU may suspend the registration 
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or license of the organization or any of its branches, service centers, booths or agents for the purpose 

of closing its operation within Bangladesh, or shall inform the registration or licensing authority about 

the fact so that the relevant authority may take appropriate measures against the said organization. 

(b) According to section 16(4), subsequently amended by section 15 of Anti-Terrorism (Amendment) Act 

2013, if the Board of Directors, or in the absence of the Board of Directors (BoD), Chief Executive 

Officer (CEO), by whatever name called, of any reporting agency fails to comply with the directions 

laid down in section 16(2), the Chairman of the BoD, or the CEO in relevant cases shall be liable to pay 

a fine not exceeding Taka 25 (twenty five) lakh and BFIU can terminate the person from the position 

or in relevant cases shall inform the relevant authority about the issue to take proper steps against 

him/her. 

(c) According to section 16(5), subsequently amended by section 15 of Anti-Terrorism (Amendment) Act 

2013, if any reporting agency fails to pay or does not pay any fine imposed by BFIU under section 16(3), 

or if the Chairman of the Board of Directors, or the Chief Executive Officer, fails to pay or does not pay 

any fine imposed by BFIU under section 16(4), BB may recover the amount from the reporting agency 

or by debiting its account maintained in any bank or FI or BB and if any amount of fine remains 

unrealized or unpaid, BFIU may, if necessary, make an application to the concerned court for recovery. 

19. Schedule of Anti-Terrorism (Amendment) Act, 2013 

Three schedules have been annexed at the end of this ATA Policy as “Schedule-1”, “Schedule-2” and “Schedule-

3” as prescribed in the Anti-Terrorism (Amendment) Act, 2013 and accordingly DBH shall pursue those for 

combating TF. 
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“Schedule-1” 

[See clause (3A) of section 2 of Anti-Terrorism (Amendment) Act, 2013] 

 

a. Convention for the suppression of unlawful seizure of Aircraft done at the Hague on 16th December, 1970; 

 

b. Convention for the suppression of unlawful acts against the safety of Civil aviation, done at Montreal on 

23rd September, 1971; 

 

c. Convention on the prevention and punishment of Crimes against internationally protected person, 

including diplomatic agents, adopted by the General Assembly of the United Nations on 14th December, 

1973; 

 

d. International convention against the taking of hostages adopted by the General Assembly of the United 

Nations on 17th December, 1979; 

 

e. Convention on the physical protection of nuclear material, adopted at Vienna on 3rd March, 1980; 

 

f. Protocol for the suppression of unlawful acts of violence at airports serving International Civil Aviation, 

supplementary to the convention for the suppression of unlawful acts against the safety of Civil Aviation, 

done at Montreal on 24th February, 1988; 

 

g. Convention for the suppression of unlawful acts against the safety of maritime navigation, done at Rome 

on 10th March, 1988; 

 

h. Protocol for the suppression of unlawful acts against the safety of fixed platforms located on the 

continental shelf, done at Rome on 10th March, 1988; 

 

i. International convention for the suppression of terrorist bombings, adopted by the General Assembly of 

the United Nations on 15th December, 1997. 
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“Schedule-2” 

[See section 18 of Anti-Terrorism (Amendment) Act, 2013] 

 

“Schedule-3” 

(See section 18 of Anti-Terrorism (Amendment) Act, 2013) 

 

1 2 3 4 5 

Serial No. 
Name of the 

entities 
Address of the entities 

Date of 
proscription 

Remarks 

     

     

 

 

 

 

 

 

 

1 2 3 4 5 

Serial
No. 

Name of the entities Address of the entities 
Date of 

proscription 
Remarks 

01 Shahadat-e-Al Hikma party 
Bangladesh 

House of Mizanur Rahman, Horogram, 
Natunpara bypass road, P.S. Rajpara, RMP, 
Rajshahi. 

09-02-2003  

02 Jagrata Muslim Janata 
Bangladesh (JMJB) 

No specific address available 23-02-2005  

03 Jamatul Mujahedin No specific address available 23-02-2005  

04 Harkatul Jehad Al Islami No specific address available 17-10-2005  

05 Hizbut Tahrir Bangladesh H.M. Siddique Manson, 55/A, Purana 
Palton, Dhaka and 201/C, Palton Tower 
(3rd Floor), 27 Purana Palton Lane 

22-10-2009 
 

 

06 Ansarullah Bangla Team No specific address available 25-05-2015  

07 Ansar-Al-Islam No specific address available 12-02-2017  

08 Allahr Dol No specific address available 05-11-2019  

09 Jamatul Ansar Fil Hindal Sharqiya No specific address available 09-08-2023  
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Annexure - A 

Customer-wise Risk group Likelihood Impact 
Risk 

score 
Treatment/Action 

New customer Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Customer who brings in large 
amounts of used notes and/or 
small denominations 

Likely Major High Do not allow transaction 
until risk is reduced- Follow 
EDD* 

Customer whose business 
address and registered office are 
in the different geographic 
location 

Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

A customer whose identification 
is difficult to check 

Very likely Major Extreme Do not allow transaction to 
occur without reducing the 
risk to acceptable level- 
Follow EDD* 

Customers conducting their 
business relationship or 
transactions in frequent and 
unexplained movement of 
accounts to different institutions 

Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

A non- resident customer Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

A corporate customer whose 
ownership structure is unusual 
and excessively complex 

Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Customers that are politically 
exposed persons (PEPs) or 
influential persons (IPs) or head of 
international organizations and 
their family members and close 
associates 

Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Customers submits account 
documentation showing an 
unclear ownership structure 

Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Customer opens account in the 
name of his/her family member 
who intends to credit large 
amount of deposits not 
consistent with the known 
sources of legitimate family 
income 

Very likely Major Extreme Do not allow transaction to 
occur without reducing the 
risk to acceptable level- 
Follow EDD* 
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Annexure - A (Cont.) 

Customer-wise Risk group Likelihood Impact 
Risk 

score 
Treatment/Action 

A customer comes with 
premature encashment of fixed 
deposit 

Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

A customer generally tries to 
convince for cash deposit but 
insists for financial instrument 
while withdrawing the deposit 

Likely Major High Do not allow transaction 
until risk is reduced- Follow 
EDD* 

A customer who wants to settle 
his loan early (except swapping 
and default clients) 

Very likely Moderate High Do not allow transaction 
until risk is reduced- Follow 
EDD* 

government employee having 
several large amounts of fixed 
deposit accounts 

Likely Major High Do not allow transaction 
until risk is reduced- Follow 
EDD* 

Personal Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Individual Concern Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Businessmen Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Doctor Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Engineer Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Journalist Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Landlord Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Lawyer Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Pharmacist Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 
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Annexure - A (Cont.) 

Customer-wise Risk group Likelihood Impact 
Risk 

score 
Treatment/Action 

Teacher Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Director Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

DBH Employee Unlikely Minor Low Response: Okay to go ahead. 

Private Service Holder Unlikely Minor Low Response: Okay to go ahead. 

Bank Unlikely Moderate Low Response: Okay to go ahead. 

Insurance Unlikely Moderate Low Response: Okay to go ahead. 

Manufacturing Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

NBFI Unlikely Minor Low Response: Okay to go ahead. 

Partnership Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Private Limited Company Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Public Limited Company Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Co-operative Very likely Moderate High Do not allow transaction 
until risk is reduced- Follow 
EDD* 

Public Sector Unlikely Major Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Multinational Unlikely Minor Low Response: Okay to go ahead. 

MLM Very likely Moderate High Do not allow transaction 
until risk is reduced- Follow 
EDD* 

Corporate Finance Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Customer who brings in large 
amounts of used notes and/or 
small denominations 

Likely Minor Low Response: Okay to go ahead. 

Agriculture Finance Likely Minor Low Response: Okay to go ahead. 
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Annexure - A (Cont.) 

Customer-wise Risk group Likelihood Impact 
Risk 

score 
Treatment/Action 

SME Finance Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Housing/Real estate Finance Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Equity Finance Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Syndication Finance Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Capital Market Investment Unlikely Minor Low Response: Okay to go ahead. 

Investment in Bonds Unlikely Minor Low Response: Okay to go ahead. 

Short-Term Deposit Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Long-Term Deposit Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Double Money Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Tripple Money Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

DPS Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Trade and Commerce Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Customer who brings in large 
amounts of used notes and/or 
small denominations 

Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Textile Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Jute and Jute-Products Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

 

 



 

72 

Annexure - A (Cont.) 

Customer-wise Risk group Likelihood Impact 
Risk 

score 
Treatment/Action 

Food Production and 
Processing Ind. 

Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Plastic Industry Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Leather and Leather-
Goods 

Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Iron, Steel and Engineering Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Pharmaceuticals and 
Chemicals 

Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Cement and Allied 
Industry 

Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Telecommunication and IT Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Paper, Printing and 
Packaging 

Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Glass, Glassware and 
Ceramic Ind. 

Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Ship Manufacturing 
Industry 

Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Electronics and Electrical 
Products 

Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Power, Gas, Water & 
Sanitary Service 

Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Transport and Aviation Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Agriculture Likely Minor Low Response: Okay to go ahead. 

Housing Likely Moderate Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 
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Annexure - A (Cont.) 

Customer-wise Risk group Likelihood Impact 
Risk 

score 
Treatment/Action 

Brokerage & Securities Likely Minor Low Response: Okay to go 
ahead. 

Direct to the customer Unlikely Moderate Low Response: Okay to go 
ahead. 

Customer who brings in large 
amounts of used notes and/or 
small denominations 

Very likely Moderate High Do not allow transaction 
until risk is reduced- 
Follow EDD* 

Phone, Fax, E-mail Likely Moderate Medium May go ahead but 
preferably reduce risk- 
Follow standard CDD* 

Third-party, agent or broker Very likely Moderate High Do not allow transaction 
until risk is reduced- 
Follow EDD* 

Non-face to face Very likely Moderate High Do not allow transaction 
until risk is reduced- 
Follow EDD* 

Any country which is identified 
by credible sources as having 
significant level of corruption 
and criminal activity 

Very likely Major Extreme Do not allow transaction 
to occur without reducing 
the risk to acceptable 
level- Follow EDD* 

Customer who brings in large 
amounts of used notes and/or 
small denominations 

Likely Major High Do not allow transaction 
until risk is reduced- 
Follow EDD* 

Any country known to be a tax 
haven and identified by 
credible sources as providing 
funding or support for terrorist 
activities or that Have 
designated terrorist 
organizations operating within 
their country 

Likely Moderate Medium May go ahead but 
preferably reduce risk- 
Follow standard CDD* 

Any country identified by FATF 
or FSRBs as not having 
adequate AML&CFT system 

Very likely Major Extreme Do not allow transaction 
to occur without reducing 
the risk to acceptable 
level- Follow EDD* 

Any country identified as 
destination of illicit financial 
flow 

Very likely Major Extreme Do not allow transaction 
to occur without reducing 
the risk to acceptable 
level- Follow EDD* 

Branch in any land port, sea 
port city or any border area 

Likely Moderate Medium May go ahead but 
preferably reduce risk- 
Follow standard CDD* 
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Annexure - A (Cont.) 

Customer-wise Risk group Likelihood Impact 
Risk 

score 
Treatment/Action 

Customer/beneficial owner 
identification and verification not 
done properly 

Likely Major High Do not allow transaction until 
risk is reduced- Follow EDD* 

Failure to keep record properly Unlikely Major Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Failure to scrutinize staffs properly Unlikely Major Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Failure to train staff adequately Unlikely Major Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Not having an AML&CFT program Unlikely Major Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Failure to report suspicious 
transactions or activities 

Likely Major High Do not allow transaction until 
risk is reduced- Follow EDD* 

Not submitting required report to 
BFIU regularly 

Unlikely Major Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Not having an AML&CFT 
Compliance Officer 

Unlikely Major Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Failure of doing Enhanced Due 
Diligence (EDD) for high-risk 
customers (i.e., PEPs, IPs) 

Likely Major High Do not allow transaction until 
risk is reduced- Follow EDD* 

Not complying with any order for 
freezing or suspension of 
transaction issued by BFIU or BB 

Unlikely Major Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 

Not submitting accurate 
information or statement 
requested by BFIU or BB 

Unlikely Major Medium May go ahead but preferably 
reduce risk- Follow standard 
CDD* 
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         Annexure - B 
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        Annexure - B (Cont.) 
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                                                             Annexure – C  
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                  Annexure – C (Cont.) 
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Annexure - D 

DBH Finance PLC. 

Know Your Employee Form 

(Please go through this form first, then complete it in your own hand writing) 

1) PERSONAL DETAILS: 

Name :  

Designation : Employee ID    : 

Department : Date of Joining : 

Age: Date of Birth: Place of Birth: 

Nationality: Religion: Email: 

Height: Weight: Blood Group: 

NID No: E-TIN: Passport No: 

Present Address: 

Phone: 

Permanent Address: 

Phone: 

Mailing/Contact Address: 

Phone: 

 

2. FAMILY DETAILS: 

Father’s Name: Occupation: 

Mother’s Name: Occupation: 

Marital Status: Date of Marriage: 

Spouse’s Name: Occupation: 

Particulars of Children: Particulars of other Dependants: 

Name 
Date of 

Birth 
Gender Name 

Date of 

Birth 
Relationship 

      

 

Particulars of Relatives (brothers, sisters & brother in laws & close relatives only) 

Name Date of Birth Relationship Occupation 
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3. EDUCATION: 

 
Years Attended 

    

Name of the Institution Degree Year of Obtained Major 

 From To  Passing 
CGPA 

Div/Class 

Subjects 

(Graduation) 

       

Training/Courses Attended (Professional/Occupational/Technical): 

Title of Training/Courses 
Dates 

Institution Location 
From To 

     

Knowledge of Language (Please state good, fair & poor): 

Language Read Write Speak 

    

 

Are you at present attending any studies/ evening courses?                                      

   

Yes                      No 

If yes, please give details 

Are you applying or you have any plan to go aboard for further studies?                        

Yes                     No 

If yes, please give details 
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4. EMPLOYMENT HISTORY: 

(Please start with your present or most recent job first) 

Name of the Employer 

& 

Nature of Business 

Dates 

Position held 

Last 

Gross 

Salary 

Reason for 

leaving From To 

 

      

 

5. PERSONAL DISCLOSURE: 

 

Do you suffer or have suffered from any serious illness or disability?                  

Yes                        No 

If yes, please give particulars 

 

Have you ever been dismissed/terminated or asked to leave your job?              

  Yes                        No 

If yes, please mention by whom and when. 

 

Have you ever been convicted of a crime?                                                            

 Yes                       No 

If yes, please mention nature of conviction & when: 
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6. OUTSIDE ACTIVITIES & INTEREST: 

Membership: Are you now or have been a member of any social or professional 

clubs/association/societies? 

 Yes                        No                  

 If so, please give particulars 

Name of 

Club/Society/Association 

Dates Nature of 

club/Society/Association 

Office held, if any 

 From To 

     

Hobby & Interest:  Please mention your hobbies & leisure time activities 

Country visited: Please name the countries those you have visited 

Visited Countries Year of Visit Purpose of Visit 

   

7. ADDITIONAL INFORMATION: 

Is there anything else you would like to add? 

8. REFERENCES: 

Two References: Relative Non - Relative 

Name: Name: 

Occupation: Relation: Occupation: 

Address: 

Contact No: 

Address: 

Contact No: 

CERTIFICATE OF CORRECTNESS 

I hereby certify that the particulars/answers furnished by me in this form are accurate to the best of my 
Knowledge & belief and that I have withheld nothing, which, if disclosed, would affect my employment in 
this company. 
                                                                                                       ________________________ 

Date ____________________                                                          Signature of the Employee 
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Annexure - E 
ক্তিক্তবএইচ ফাইন্যাি ক্তপএিক্তস. 

ÑÑÑÑ kvLv| 

kvLv KZ„K© Self-Assessment c×wZi gva¨‡g wbR¯^ Ae¯’vb wbY©q  

 cÖwZwU Avw_©K cÖwZôv‡bi kvLv gvwbjÛvwis I mšv¿ mx Kv‡h© A_©vqb cÖwZ‡iva wel‡q we`¨gvb AvBb, wewagvjv, weGdAvBBD KZ©„K 

mgq mgq RvixK…Z wb‡`©kbv I cÖwZôv‡bi ক্তনেস্ব  gvwbjÛvwis cÖwZ‡iva I mšv¿mx Kv‡h© A_©vqb cÖwZ‡iva bxwZgvjvi Av‡jv‡K wb¤œewY©Z 

প্রশ্নমািা we Í̄vwiZ DËi cÖ`v‡bi gva¨‡g Self-Assessment c×wZ‡Z wb‡R‡`i Ae¯’vb wbY©q Ki‡e t   

 

প্রশ্নমািা hvPvB‡qi gvb`Û  kvLvi eZ©gvb 

Ae ’̄v  
M„nxZ Kvh©µg 

ev mycvwik  

1. kvLvq †gvU Kg©KZ©vi msL¨v KZ (c`vbyhvqx)? KZRb Kg©KZ©v 

gvwbjÛvwis cÖwZ‡iva I mš¿vmx Kv‡h© A_©vqb cwÖZ‡iva welqK 

AvbyôvwbK cÖwkÿY MÖnY K‡i‡Qb ? (kZKiv nvi)  

cwÖkÿY msµvšÍ †iKW©  hvPvB 

Ki‡Z n‡e|  
    

2. K) kvLvi gvwbjÛvwis cÖwZ‡iva cwicvjb Kg©KZ©v 

(BAMLCO) ‡R¨ô I AwfÁ wKbv?   

    weMZ ̀ yB eQ‡i wZwb gvwbjÛvwis cwÖZ‡iva I mš¿vmx Kv‡h© A_©vqb 

cwÖZ‡iva welqK †Kvb cÖwkÿY †c‡q‡Qb wK bv?   

 L) kvLvq gvwbjÛvwis cÖwZ‡iva Kvh©µg h_vwbq‡g cwicvwjZ n‡”Q 

G welqwU wbwðZ nIqvi j‡ÿ¨ BAMLCO wbw ©̀ó I 

MÖnY‡hvM¨ mgq ci ci Ges Kvh©Ki cÖwµqvq Z`viwK I 

ch©v‡jvPbv K‡i _v‡Kb wKbv?   

BAMLCO KZ©„K  KYC 

Kvh©µ‡gi h_v_©Zv Z`viwK Kiv nq 

wKbv?  

h_vh_fv‡e †jb‡`b cwiex¶Y Ges 

m‡›`nRbK †jb‡`b  প্রক্তত‡e`b `vwLj 

(B›Uvibvj wi‡cvU©mn) Kiv nq wKbv?  

h_vh_fv‡e †iKW© msiÿY Kiv nq 

wKbv?  

STR mbv³Ki‡Y e¨e ’̄v †bqv nq 

wKbv?  

    

3. BAMLCO mn kvLvi Kg©KZ©vMY gvwbjÛvwis I mš¿vmx Kv‡h© 

A_©vqb cÖwZ‡iva wel‡q we`¨gvb AvBb, wewagvjv, 

weGdAvBBD KZ©„K mgq mgq RvixK…Z wb‡ ©̀kbv I e¨vs‡Ki 

wbR¯̂ gvwbjÛvwis cÖwZ‡iva I mš¿vmx Kv‡h A_©vqb cÖwZ‡iva 

bxwZgvjv m¤ú‡K© AewnZ Av‡Qb wK?  

welqwU hvPvB‡qi c×wZ Kx?       

4. kvLv ch©v‡q ‰ÎgvwmK wfwË‡Z gvwbjÛvwis I mš¿vmx Kv‡h© A_©vqb 

cwÖZ‡iva welqK mfv AbywôZ nq wKbv?  
mfvi Av‡jvP¨m~wP mK‡ji AeMwZi 

Rb¨ eÈb Kiv nq wKbv?  

mfvq Kx Kx ¸iæZ¡c~Y© wm×všÍ M„nxZ 

n‡q‡Q?   

mfvq M„nxZ wm×všÍ wKfv‡e ev Í̄evwqZ 

nq?  

    

5. mKj cÖKvi wnmve †Lvjv I †jb‡`b cwiPvjbvi †ÿ‡Î 

gvwbjÛvwis cÖwZ‡iva AvBb, mš¿vm we‡ivax AvBb Ges mg‡q 

mg‡q weGdAvBBD KZ©„K RvixK„Z wb‡ ©̀kbv Abymv‡i MÖvnK 

cwiwPwZ m‡šÍvlRbKfv‡e MÖnY Kiv nq wKbv ?  

MÖvnK cwiwPwZi h_v_©Zv wKfv‡e 

hvPvB Kiv nq?   

wKfv‡e Zv kvLvq msiÿY Kiv n‡”Q?  

KYC  m¤úv`bKv‡j  MÖvn‡Ki  

Znwe‡ji Drm hvPvB Kiv nq wKbv? 

wnmv‡ei cÖK…Z myweav‡fvMx  
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প্রশ্নমািা hvPvB‡qi gvb`Û  kvLvi eZ©gvb 

Ae ’̄v  
M„nxZ Kvh©µg 

ev mycvwik  

 (Beneficial Owner) mbv³ Kiv 

nq wKbv Ges Zv hvPvB Gi cwÖµqv 

m‡šÍvlRbK wKbv?  

D”P SzuwKwewkó MÖvnK‡`i †ÿ‡Î 

SuywKi wbwi‡L AwZwi³ Z_¨ (EDD) 

msMÖn Kiv nq wKbv?  

  

6. SzuwKi wfwË‡Z kvLv Zv‡`i MÖvnK‡`i †kªwYweb¨vm/†kªwYKiY K‡i 

wKbv?  

 

K‡i _vK‡j G ch©š Í KZwU D”P SzuwK 

m¤úbœ wnmve kvLvq †Lvjv n‡q‡Q?   

G ai‡bi wnmve †Lvjv I cwiPvjbvi 

†ÿ‡Î kvLv Kx c`‡ÿc MÖnY K‡i‡Q?  

    

7. weGdAvBBD KZ©„K RvixK…Z wb‡ ©̀kbv Ges cÖwZôv‡bi wbR¯̂ 

bxwZgvjv Abyhvqx gvwbjÛvwis I mš¿vmx Kv‡h© A_©vqb msµvšÍ 

SzuwK cÖwZ‡iv‡a h_vh_ e¨e ’̄v MÖnY Kiv n‡q‡Q wK bv?  

G welqK wbR¯̂ bxwZgvjv প্রণqb Kiv 

n‡q‡Q wKbv?  

n‡j D³ bxwZgvjv kvLvq wKfv‡e 

ev Í̄evwqZ n‡”Q?  

    

8. kvLv MÖvn‡Ki KYC Profile Gi Z_¨ weGdAvBBD KZ©„K 

RvixK…Z wb‡ ©̀kbv ‡gvZv‡eK wbw ©̀ó mgq ci ci 

cybtg~j¨vqbc~e©K nvjbvMv` K‡i wKbv?  

Kx c×wZ‡Z Giƒc g~j¨vqb m¤úvw`Z 

n‡q _v‡K?  
    

9. mš¿vm we‡ivax AvBb, 2009 Gi Aaxb mš¿vmx Kv‡h© A_©vqb 

cwÖZ‡iv‡ai j‡ÿ¨ kvLv Kx ai‡bi c`‡ÿc MÖnY K‡i‡Q?  
RvwZms‡Ni wbivcËv cwil‡`i wewfbœ 

†iRy‡jk‡bi AvIZvq mš¿vm, mš¿vmx 

Kvh© I e¨vcK aŸsmvZ¥K A ¿̄  we Í̄v‡i 

A_©vq‡b RwoZ m‡›`‡n ZvwjKvfy³ 

†Kv‡bv e¨w³ ev mËv Ges evsjv‡`k 

miKvi KZ©„K ZvwjKvfy³ †Kv‡bv 

e¨w³ ev wbwl× †NvwlZ mËvi bv‡gi 

ZvwjKv kvLvq msiÿY I Z`bymv‡i 

wnmve I †jb‡`b Kvh©µg hvPvB Kiv 

nq wKbv?  

kvLv G welqK wbR¯̂ †Kv‡bv 

Mechanism AbymiY K‡i wKbv?  

Giƒc †Kv‡bv e¨w³ ev mËvi bv‡g 

kvLvq cwiPvwjZ wnmv‡ei (hw` 

_v‡K) wel‡q weGdAvBBD †K 

AewnZ Kiv nq wKbv?  

    

10. G hver kvLv KZ©„K KZ¸‡jv m‡›`nRbK †jb‡`b (STR) 

kbv³ Kiv n‡q‡Q?  
kvLvq m‡›`nRbK †jb‡`b wPwýZ 

Kivi †Kv‡bv c×wZ AbymiY Kiv nq 

wKbv?  

kvLvq m‡›`nRbK †jb‡`b `vwL‡ji  

Rb¨ Internal Reporting  
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প্রশ্নমািা hvPvB‡qi gvb`Û  kvLvi eZ©gvb 

Ae ’̄v  
M„nxZ Kvh©µg 

ev mycvwik  

 Mechanism Pvjy i‡q‡Q wKbv? 

kvLv ch©v‡q wb®cwËK…Z Internal 

Report msiÿY Kiv nq wKbv?  

  

11. gvwbjÛvwis cÖwZ‡iva AvBb, mš¿vm we‡ivax AvBb, mvK©yjvi, 

cwÖkÿY †iKW©, weeiYx I Ab¨vb¨ GGgGj/wmGdwU msµvšÍ 

welqvewji Avjv`v bw_ kvLv KZ©„K msiÿY Kiv nq wKbv? 

AvBb, mvKz©jvi BZ¨vw`i Kwc kvLvi mKj  

Kg©KZ©v/Kg©Pvix‡`i mieivn Kiv nq wKbv?  

msiwÿZ n‡q _vK‡j n¨vu A_ev bv 

n‡q _vK‡j bv, AvswkK n‡j Kx Kx 

msiwÿZ Av‡Q Zv wjLyb|  

    

12. weGdAvBBD Gi mvKy©jvi Abymv‡i kvLvq PEPs, প্রিাekvjx 

e¨w³, AvšÍR©vwZK ms ’̄vi cÖavb ev D”P ch©v‡qi Kg©KZ©vi †Kvb 

wnmve msiÿY Kiv n‡”Q wKbv?  

DËi n¨vu n‡j GB wnmve ‡Lvjv I 

cwiPvjbvi †ÿ‡Î Kx Kx ai‡bi 

mZK©Zv Aej¤̂b Kiv n‡”Q?  

    

13. Avw_©K cÖwZôv‡bi প্রোন Kvh©vjq, evsjv‡`k e¨vsK I 

weGdAvBBD-Gi cwi`k©b cwÖZ‡e`‡b D‡jøwLZ gvwbjÛvwis 

প্রক্তত‡iva I mš¿vmx Kv‡h© A_©vqb প্রক্তত‡iva cwicvjb welqK  

`ye©jZv/Awbqgmg~n wbqwgZ Kiv n‡q‡Q wKbv?  

bv n‡q _vK‡j প্রক্ততeÜKZvmg~n Kx 

Kx?  
    

  

  

  

  

  

kvLv gvwbjÛvwis প্রক্তত‡iva cwicvjb   

Kg©KZv©i bvghy³ mxjmn ¯̂vÿi I ZvwiL  

kvLv e¨e ’̄vc‡Ki bvghy³ mxjmn 

¯̂vÿi I ZvwiL  
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Annexure - F 

Af¨šÍixY wbixÿv wefvM 

Avw_©K cÖwZôv‡bi bvg; ক্তিক্তবএইচ ফাইন্যাি ক্তপএিক্তস. 

cÖavb Kvh©vjq 

Independent Testing Procedure  
kvLv cwi`k©‡bi †PKwj÷ 

 

    Avw_©K cÖwZôv‡bi Af¨šÍixY wbixÿv wefvM gvwbjÛvwis I mš¿vmx Kv‡h© A_©vqb cÖwZ‡iva wel‡q we`¨gvb AvBb, wewagvjv, weGdAvBBD KZ©„K 

mgq mgq RvixK…Z wb‡`©kbv I cÖwZôv‡bi wbR¯̂ gvwbjÛvwis cÖwZ‡iva I mš¿vmx Kv‡h© A_©vqb cÖwZ‡iva bxwZgvjvi Av‡jv‡K wbম্নwjwLZ cªশ্নgvjvi 

h_vh_ DËi (WKz‡g›U wfwËK) Abymv‡i ‡¯‹vi cÖ`vbc~e©K kvLvi gvwbjÛvwis cÖwZ‡iva I mš¿vmx Kv‡h© A_©vqb cÖwZ‡iva Kvh©ক্রg‡K g~j¨vqb Ki‡e| 

Af¨šÍixY wbixÿv wefvM KZ©„K kvLvi Dci cÖYxZ evwl©K wbixÿv cÖwZ‡e`‡b (cÖ‡hvR¨ †ÿ‡Î c„_K cwi`k©b Kg©m~wPi AvIZvq ïaygvÎ 

Independent Testing Procedure wfwËK cÖwZ‡e`b cÖYxZ n‡e) gvwbjÛvwis cÖwZ‡iva I mš¿vmx Kv‡h© A_©vqb cÖwZ‡iva Kvh©ক্রg 

g~j¨vqb msক্রvšÍ Avjv`v Aa¨v‡q mgy`q welqvw` mycvwikmn সক্তন্ন‡ek Ki‡e |  

(hvPvB‡qi gvb`Û Abymv‡i m¤c~Y©iƒ‡c cwicvwjZ n‡j m¤c~Y© †¯‹vi, AvswkK cwicvj‡b AvswkK †¯‹vi Ges DËi †bwZevPK n‡j k~b¨ †¯‹vi cÖ`vb 

Ki‡Z n‡e|) 

µwgK  
bs  

cwi`k©b †¶Î প্রশ্নমািা hvPvB‡qi gvb`Û †¯‹vi cÖvß †¯‹vi মেব্য 

1.  kvLv cwicvjb  

BDwbU  
1.  kvLvq GKRb AwfÁ I †R¨ô cwicvjb  ম ম ত মা 

(BAMLCO) i‡q‡Qb wK?  
Awdm AWv©i †`Lyb| kvLvi wØZxq Kg©KZ©v 

ev AwfÁ ‡Kvb EaŸ©Zb Kg©KZ©v‡K 

BAMLCO g‡bvbxZ Kiv mgxPxb n‡e|  

1  
    

2.  weMZ ỳB eQ‡i wZwb gvwbjÛvwis cÖwZ‡iva I 

mš¿vmx Kv‡h© A_©vqb cÖwZ‡iva welqK †Kvb 

cÖwkÿ‡Y AskMÖnY K‡i‡Qb wK? gvwbjÛvwis I 

mš¿vmx Kv‡h© A_©vqb cÖwZ‡iva wel‡q we`¨gvb 

AvBb, wewagvjv, weGdAvBBD KZ©„K mgq mgq 

RvixK…Z wb‡ ©̀kbv I MvB‡WÝ †bvUm Ges 

cÖwZôv‡bi wbR¯^ gvwbjÛvwis cÖwZ‡iva I mš¿vmx  

Kv‡h© A_©vqb cÖwZ‡iva bxwZgvjv m¤ú‡K© wZwb 

h‡_ó AewnZ wK?  

mvÿvrKvi I bw_c‡Îi wfwË‡Z hvPvB 

Kiæb|   

  

2  
    

3.  gvwbjÛvwis cÖwZ‡iva AvBb, mš¿vm we‡ivax AvBb 

Ges Gi AvIZvq RvixK…Z cwjwm Ges/A_ev 

wb‡ ©̀kbv h_vwbq‡g cwicvwjZ n‡”Q- G welqwU 

wbwðZ nIqvi j‡ÿ¨ BAMLCO wbw ©̀ó I 

MÖnY‡hvM¨ mgq ci ci Ges Kvh©Ki cÖwµqvq 

Z`viwK I ch©v‡jvPbv K‡i _v‡Kb wK?  

BAMLCO KZ©„K Z`viwK I 

ch©v‡jvPbvi cÖwµqv hvPvB I Gi h_v_©Zv 

cixÿvc~e©K g~j¨vqb Kiæb|  

3  
    

4.  weGdAvBBD KZ©„K RvixK…Z wb‡ ©̀kbv Ges 

cÖwZôv‡bi wbR¯^ bxwZgvjv Abyhvqx gvwbjÛvwis I 

mš¿vmx Kv‡h© A_©vqb msµvšÍ SzuwK cÖwZ‡iv‡a h_vh_ 

e¨e ’̄v MÖnY Kiv n‡q‡Q wKbv?   

BAMLCO KZ©„K kvLvq cwiPvwjZ D”P SzuywKhy³ 

wnmvemn mKj wnmv‡ei †jb‡`b cwiex¶Y ch©vß 

wK?  

gvwbjÛvwis I mš¿vmx Kv‡h© A_©vqb msµvšÍ 

SzuwK cÖwZ‡iv‡a kvLvi M„nxZ c`‡ÿc 

g~j¨vqb Kiæb|  

BAMLCO KZ©„K D”P SzuywKhy³ 

wnmvemn mKj wnmv‡ei †jb‡`b cwiex¶Y 

c×wZ hvPvB I Gi h_v_©Zv cixÿvc~e©K 

g~j¨vqb Kiæb|  

4  
    

5.  weGdAvBBD Gi mvKz©jvi Abymv‡i kvLvq  G ai‡bi wnmve ‡Lvjv I cwiPvjbvi  3  
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   PEPs, cÖfvekvjx e¨w³, AvšÍR©vwZK ms ’̄vi 

cÖavb ev D”P ch©v‡qi KgK© Z©vi †Kvb wnmve 

msiÿY Kiv n‡”Q wKbv?  

†ÿ‡Î weGdAvBBD Gi mvKz©jvi Abymv‡i 

mZK©Zv Aej¤̂b Kiv n‡”Q wKbv Zv hvPvB 

Kiæb| Z‡e PEPs, cÖfvekvjx e¨w³, 

AvšÍR©vwZK ms ’̄vi cÖavb ev D”P ch©v‡qi 

KgK© Z©vi †Kvb wnmve bv _vK‡jI hw` 

weGdAvBBD Gi mvKz©jvi G cÖ`Ë 

wb‡ ©̀kbv ev Í̄evq‡bi cÖwµqv we`¨gvb _v‡K 

Zvn‡j kvLv c~Y© b¤̂i cÖvß n‡e|  

   

6.  weGdAvBBD cÖ`Ë †mjd& A¨v‡mm‡g›U kvLv 

KZ©„K KZUzKz mwVK I Kvh©Kifv‡e m¤cvw`Z 

n‡”Q?  

kvLvi †mjd& A¨v‡mm‡g›U wi‡cvU© 

ch©v‡jvPbv Kiæb|  mwVK I Kvh©Kifv‡e 

†mjd& A¨v‡mm‡g›U wi‡cvU© cÖYqb I 

ev Í̄evq‡bi wfwË‡Z b¤̂i cÖ`vb Kiæb|  

6  
    

2.  gvwbjÛvwis 

cÖwZ‡iva I   
mš¿vmx Kv‡h© 

A_©vqb cÖwZ‡iva 

wel‡q 

Kg©KZ©v‡`i Ávb  

I m‡PZbZv e„w× 

Ges SzuwK 

cÖwZ‡iv‡a M„nxZ 

e¨e ’̄v  

1.  kvLvq KZRb Kg©KZ©v gvwbjÛvwis cÖwZ‡iva I 

mš¿vmx Kv‡h© A_©vqb cÖwZ‡iva welqK AvbyôvwbK 

cÖwkÿY MÖnY K‡i‡Qb?  

100% KgK© Z©vi cÖwkÿY m¤úন্ন n‡j Zv 

m‡šÍvlRbK e‡j we‡ewPZ n‡e|  

cÖwkÿ‡Yi nvi Abymv‡i b¤̂i cÖvß n‡e|  

3  
    

2.  kvLvi Kg©KZ©vMY gvwbjÛvwis I mš¿vmx Kv‡h© 

A_©vqb cÖwZ‡iva wel‡q we`¨gvb AvBb, 

wewagvjv, weGdAvBBD KZ©„K mgq mgq 

RvixK…Z wb‡ ©̀kbv I MvB‡WÝ †bvUm Ges 

cÖwZôv‡bi wbR¯^ gvwbjÛvwis cÖwZ‡iva I mš¿vmx 

Kv‡h© A_©vqb cÖwZ‡iva bxwZgvjv m¤ú‡K© AewnZ 

Av‡Qb wK?  

kvLvi mswkóø Kg©KZ©v‡`i mvÿvrKv‡ii 

wfwË‡Z g~j¨vqb Kiæb|  
4  

    

3.  gvwbjÛvwis I mš¿vmx Kv‡h© A_©vqb cÖwZ‡iva 

Kvh©µg g~j¨vq‡bi Rb¨ GKwU •ÎgvwmK wfwË‡Z 

kvLv e¨e ’̄vc‡Ki †bZ…‡Z¡ Kg©KZ©vM‡Yi mfv 

Av‡qvRb Kiv nq wKbv?  

mfvi Av‡jvP¨m~wP msMnÖ I Gi  
Kvh©KvwiZv cixÿv Kiæb|  

5  
    

4.  weGdAvBBD KZ©„K RvixK…Z wb‡ ©̀kbv Ges 

e¨vs‡Ki wbR¯^ bxwZgvjv Abyhvqx gvwbjÛvwis I 

mš¿vmx Kv‡h© A_©vqb msµvšÍ SzuwK cÖwZ‡iv‡a 

h_vh_ e¨e ’̄v MÖnY Kiv n‡q‡Q wKbv?  

Kx ai‡bi e¨e ’̄v MÖnY Kiv n‡q‡Q hvPvB  

Kiæb|  
3  

    

3.  MÖvnK cwiwPwZ  

(KYC) wbiƒcY 

c×wZ  

1.  mKj cÖKvi wnmve †Lvjv I †jb‡`b cwiPvjbvi 

†ÿ‡Î gvwbjÛvwis cÖwZ‡iva AvBb, mš¿vm we‡ivax 

AvBb Ges weGdAvBBD KZ©„K RvixK„Z  

mvKz©jv‡ii wb‡ ©̀kbv Abymv‡i MÖvnK cwiwPwZ 

m‡šÍvlRbKfv‡e MÖnY Kiv nq wKbv ?  

cÖ‡Z¨K ai‡bi 4/5 wU wnmv‡ei bgybv 

cixÿv Kiæb| wb‡¤œv³ wel‡q 

mš‘wómv‡c‡ÿ b¤̂i cÖ`vb Kiæbt  
MÖvnK cwiwPwZi h_v_©Zv wKfv‡e hvPvB 

Kiv nq?   
wKfv‡e Zv kvLvq msiÿY Kiv n‡”Q? 

KYC m¤úv`bKv‡j MÖvn‡Ki Znwe‡ji 

Drm hvPvB Kiv n‡q‡Q wKbv?   
wnmv‡ei  cÖK…Z  myweav‡fvMx 

(Beneficial Owner) mbv³ Kiv 

n‡q‡Q wKbv Ges Zv hvPvB Gi cÖwµqv 

m‡šÍvlRbK wKbv?  
D”P SzuwKwewkó MÖvnK‡`i †ÿ‡Î SuywKi 

wbwi‡L AwZwi³ Z_¨ (EDD) msMÖn Kiv 

nq wKbv?  

6  
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  2.  weGdAvBBD KZ©„K RvixK„Z mvKz©jv‡ii wb‡ ©̀kbv 

Abymv‡i kvLv h_vh_fv‡e SzuwKi wfwË‡Z Zv‡`i 

MÖvnK‡`i †kwª Yweb¨vm/ †kwªYKiY K‡i wK?  

weGdAvBBD KZ©„K RvixK„Z mvKz©jv‡ii 

wb‡ ©̀kbv cwicvwjZ nq wKbv hvPvB Kiæb|  
6  

    

3.  D”P SzuwKwewkó MÖvnK‡`i †ÿ‡Î cÖ‡qvRbxq AwZwi³ 

Z_¨ msMÖn Kiv nq wK?  
Kx ai‡bi Z_¨ msMnÖ Kiv nq Ges  Zv 

h‡_ó wKbv cixÿv Kiæb|  
5  

    

4.  kvLv wK MÖvn‡Ki KYC Profile wbw ©̀ó mgq ci 

ci cybtg~j¨vqbc~e©K nvjbvMv` K‡i _v‡K?  
KYC Profile cybtg~j¨vqb I  nvjbvMv` 

c×wZ g~j¨vqb Kiæb|  
5  

    

4.  mš¿vm we‡ivax   
AvBb, 2009   
Gi cwicvjb  

  mš¿vm we‡ivax AvBb, 2009 Gi Aaxb mš¿vmx Kv‡h© 

A_©vqb cÖwZ‡iv‡ai j‡ÿ¨ kvLv Kx ai‡bi Kvh©Ki 

c`‡ÿc MÖnY K‡i‡Q?  

wb‡¤œv³ wel‡q mš‘wómv‡c‡ÿ b¤^i cÖ`vb  
Kiæbt  
RvwZms‡Ni wbivcËv cwil‡`i wewfbœ 

†iRy‡jk‡bi AvIZvq mš¿vm, mš¿vmx Kvh© I 

e¨vcK aŸsmvZ¥K A ¿̄ we¯Ív‡i A_©vq‡b RwoZ 

m‡›`‡n ZvwjKvfy³ †Kv‡bv e¨w³ ev mËv 

Ges evsjv‡`k miKvi KZ©„K ZvwjKvfy³ 

†Kv‡bv e¨w³ ev wbwl× †NvwlZ mËvi bv‡gi 

ZvwjKv kvLvq msiÿY I Z`bymv‡i wnmve 

I †jb‡`b Kvh©µg hvPvB Kiv nq wKbv?  

kvLv G welqK wbR¯^ †Kv‡bv 

Mechanism AbymiY K‡i wKbv?  Giƒc 

e¨w³ ev mËvi bv‡g kvLvq cwiPvwjZ 

wnmv‡ei (hw` _v‡K) wel‡q weGdAvBBD 

†K AewnZ Kiv nq wKbv ?  

5  
    

5.  m‡›`nRbK   
†jb‡`b 

cÖwZ‡e`b 

(STR) I  bM` 

†jb‡`b  

cÖwZ‡e`b  

(CTR)  

1.   kvLvi Kg©KZ©vMY m‡›`nRbK †jb‡`b cÖwZ‡e`b 

(STR) m¤ú‡K© AewnZ Av‡Qb wK?  
kvLvq m‡›`nRbK †jb‡`b `vwL‡ji  

Rb¨  Internal  Reporting  

Mechanism Pvjy Av‡Q wKbv? Zv mKj 

Kg©K©Zv Rv‡bb wKbv?  

5  
    

2.  kvLvq gvwbjÛvwis I mš¿vmx Kv‡h© A_©vqb msµvšÍ 

m‡›`nRbK †jb‡`b wPwýZKi‡Yi Kvh©Ki c×wZ 

Pvjy Av‡Q wK? G hver KZ¸‡jv m‡›`nRbK 

†jb‡`b cÖwZ‡e`b (STR) BAMLCO KZ…©K 

CCU Gi wbKU wi‡cvU©  

Kiv n‡q‡Q?  

kvLvq m‡›`nRbK †jb‡`b msNwUZ  nIqv 

m‡ËI¡ hw` BAMLCO KZ…©K CCU Gi 

wbKU †Kv‡bv STR bv Kiv n‡q _v‡K 

Zvn‡j Zv Am‡šÍvlRbK we‡ewPZ n‡e|   

bw_ I wm‡÷g cixÿv K‡i kvLvq STR 

mbv³Ki‡Yi Rb¨ †Kv‡bv c×wZi cÖeZ©b 

Kiv n‡q‡Q wKbv Zv hvPvB Kiæb|   wb‡¤œv³  

wel‡q mš‘wó mv‡c‡ÿ b¤̂i cÖ`vb Kiæbt 

kvLvq m‡›`nRbK †jb‡`b wPwýZ Kivi 

†Kvb c×wZ AbymiY Kiv nq wKbv?  

kvLv ch©v‡q wb®cwËK…Z Internal Report 

h_vh_fv‡e msiÿY Kiv nq wKbv?  

4  
    

3.  kvLv KZ©„K h_vh_ I mwVKiƒ‡c bM` †jb‡`b 

cÖwZ‡e`b (CTR) Kiv nq wKbv?  
GZ &̀msµvšÍ bw_ cixÿv Kiæb| (Kgc‡ÿ 

GK gv‡mi bM` †jb‡`b) K¨vk 

†iwR÷vi/weeiYx n‡Z cixÿv Kiæb Ges 

Gi wfwË‡Z H gv‡m  

2  
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    `vwLjK…Z bM` †jb‡`b cÖwZ‡e`b 

cixÿvc~e©K  bM` †jb‡`b cÖwZ‡e`b 

`vwL‡ji mwVKZvi wel‡q g~j¨vqb Kiæb| 

   

6.  CCU বরাবর 

ক্তববরণী `vwLj  
1.  kvLv KZ©„K KZwU weeiYx CCU eivei `vwLj Kiv 

n‡q‡Q?   

kvLv wK h_vmg‡q weeiYx `vwLj K‡i?  

GZ &̀msµvšÍ bw_ cixÿv Kiæb| wej‡¤̂ A_ev 

weeiYx `vwLj bv Ki‡j Zv  

Am‡šÍvlRbK we‡ewPZ n‡e|  

3  
    

2.  kvLv KZ©„K wbqwgZfv‡e †mj&d A¨v‡mm‡g›U Kiv 

nq wKbv?  

cÖ¯‘ZK…Z weeiYx h_vh_ wKbv?  

GZ &̀msµvšÍ weeiYx cixÿv Kiæb|   
Z_¨vw` mwVK I cwic~Y© bv n‡j Zv   
Am‡šÍvlRbK we‡ewPZ n‡e|  

3  
    

7.  ‡iKW© msiÿY  1.  MÖvnK cwiwPwZ (KYC) Ges †jb‡`b m¤úwK©Z 

†iKW© h_vh_fv‡e msiÿ‡Yi weavb Av‡Q wK?  
5wU eÜ wnmve cixÿv Kiæb|  
G‡ÿ‡Î gvwbjÛvwis cÖwZ‡iva AvBb Gi 

weavb h_vh_fv‡e AbymiY Kiv n‡q‡Q wKbv 

hvPvB Kiæb|  

4  
    

2.  wbqš¿YKvix KZ©„cÿ ev CCU Gi Pvwn`v †gvZv‡eK 

†iKW©mg~n mieivn Kiv nq wK?  
GZ &̀msµvšÍ bw_ cixÿv Kiæb|  h_vmg‡q 

I h_vh_ Z_¨ mieivn bv  Ki‡j Zv 

Am‡šÍvlRbK we‡ewPZ n‡e|  

3  
    

8.  AML/CFT  
m¤úwK©Z kvLvi  

mvwe©K Kvh©µg  

1.  kvLv e¨e ’̄vcK (BAMLCO bv n‡j) 

gvwbjÛvwis I mš¿vmx Kv‡h© A_©vqb cÖwZ‡iva welqK 

Kg©m~wP ev Í̄evq‡b h_vh_ f~wgKv cvjb K‡i wK?  

kvLvq Av‡qvwRZ mfvi Av‡jvP¨m~wP   
I kvLv e¨e ’̄vc‡Ki mv‡_ mvÿvrKvi Ges G 

wel‡q kvLvi cwicvjb Ae¯’vi wfwË‡Z 

g~j¨vqb Kiæb|  

5  
    

2.  c~e©eZ©x Af¨šiÍ xY I ewnt wbixÿv cÖwZ‡e`b 

cixÿvKv‡j AML/CFT welqK †Kv‡bv Awbqg 

I ỳe©jZvi D‡jøL Av‡Q wKbv Ges kvLv †Kv‡bv 

ms‡kvabg~jK e¨e ’̄v MÖnY K‡i‡Q wKbv?  

me©‡kl wbixÿv msµvšÍ wi‡cvU© cixÿv Kiæb 

Ges Kx ai‡bi ms‡kvabg~jK e¨e ’̄v †bIqv 

n‡q‡Q hvPvB Kiæb|  

4  
    

  3. kvLvi mvwe©K Kvh©µg m‡šÍvlRbK wK?  kvLvi gvwbjÛvwis I mš¿vmx Kv‡h© A_©vqb 

cÖwZ‡iva msµvšÍ mvwe©K Kvh©µg Ges kvLv 

e¨e ’̄vc‡Ki cvidig¨v‡Ýi wfwË‡Z 

g~j¨vqb Kiæb|  

6  
    

 

  

                       †¯‹vi  †iwUs  

90
+

-100  kw³kvjx (Strong)  

70
+

-90  m‡šÍvlRbK (Satisfactory)  

55
+

-70  †gvUvgywU fvj (Fair)  

40
+

-55  প্রাwšÍK (Marginal)  

40 I Gi wb‡P  Am‡šÍvlRbK (Unsatisfactory)  

 

 

 

 

 



 

90 

Annexure - G 

To whom it may concern 

Re: Statement of Compliance 

 

I do hereby declare & confirm that as an employee of DBH, I: 
 
1. have read the Company’s Guidelines on “Prevention of Money Laundering and Combating 

Terrorist Financing”; as well as circulars/directives of Bangladesh Financial Intelligence Unit 
(BFIU), and Government’s Acts on Anti-Money Laundering and Anti-Terrorism and understood 
the implications thereof; 
 

2. shall comply the applicable laws and regulations and corporate ethical standards; 
 

3. shall comply all rules and regulations in the normal course of my assignments. It is my 
responsibility to become familiar with the rules and regulations that relate to my assignment; 
and 

 

4. shall be held responsible for carrying out compliance responsibilities on prevention of Money 
Laundering and combating Terrorist Financing meticulously. 

 
 
 
Signature: ………………………………… 
Name: 
Designation: 
Department: 
Job location: 


